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Executive summary 
 
Qualcomm welcomes the opportunity to contribute to the RSPG strategy and policy thinking to enable 
the take of the Internet of Things in Europe. Qualcomm would like to stress that today’s innovation, 
in particular in IOT and on the road to 5G, should be based on high quality cellular networks, satisfying 
reliability, QoS and security needs, strong, industry-led standards, ensuring the return on investments, 
necessary to drive innovation and new and innovative regulatory regimes to support all these 
innovations. Playing a leading role in the IOT space is a necessity for Europe, and the RSPG efforts 
should continue its spectrum regulatory work in order to enable the take-up of IOT. 
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Mobile is Europe’s biggest technology platform. As we move into an era where 4G connected devices 
drive productivity gains and service delivery, and with 5G offering the potential for new services, 
Europe’s strategic position in the Internet of Things (IOT) offers unprecedented potential. For Europe’s 
thriving mobile and emerging IOT ecosystems, this means fewer technology limitations and more 
freedom to focus on innovation and value creation. For European citizens, it means seamless 
connectivity, enhanced experiences and innovative services. For the IOT ecosystems, it means an end-
to-end secure eco-system, enabling new data based business models and efficiencies in the Industry 
4.0 paradigm. 
 
The IOT will be heterogeneous, enabling indoors and outdoors connectivity, short and long range 
access and mains and battery powered. It will encompass devices ranging from smart computing 
products to more basic machines with communication capabilities, which all have in common the 
ability to connect with each other and/or with the network. A healthy EU Digital Single Market (DSM) 
IOT strategy will enable new services ranging from healthcare, smart grid, smart transportation to the 
connected home. Security and data control will be a key enabler of many existing and future industries 
and ecosystems being digitalized. 
 
Qualcomm strongly welcomes and encourages current efforts at EU level to promote policies 
supportive of IOT roll-out. A strong supporter of the DSM, Qualcomm believes that a coordinated 
effort at EU level can achieve a unified European market, based on strong standards, allowing for 
innovation by SMEs and strong benefits for consumers. 
 
Standards and Innovation for the IOT take-up in the DSM 
 
In the knowledge economy, ICT is increasingly pervasive and is now an enabler for e-health, e-energy 
and smart grids, e-learning, smart cities and home and the Internet of Things (IOT) and in the near 
future will all be pillars of our connected economy. The IOT is connecting devices to the network across 
products as varied as cars, washing machines, smartphones, as well as connecting the home and smart 
cities. This will require large scale interoperable wireless connectivity solutions, such as 5G. The 
expected economic growth; mass markets and job creation, will only occur with seamless 
interoperability between devices and services. Existing value chains and traditional means to doing 
business are likely to be rearranged and merged with neighboring sectors that were formerly 
separated. In the near future, therefore, significant effort will be required to deliver the complex 
interoperability solutions needed to mesh traditionally disparate sectors and value chains. European 
standardization, with its proven record of success, will play a critical role in ensuring interoperability 
and the diffusion innovative solutions to the Single Market and beyond. We believe ETSI is both well 
placed and well adapted to play a key role in standardization for the whole economy, including beyond 
the ICT sectors, e.g. IOT and 5G. 
 
SSOs must be flexible and agile enough to not only develop standards but to ensure their evolution as 
technology solutions improve. UMTS and LTE and their various evolutions over the years are a very 
good example of this. Given standards competition, if speed results in an inferior standard, either the 
market will gravitate to the best performing standard or other jurisdictions and markets that adopt 
the best performant standard will evolve faster and compete more effectively. The desire for speed 
should therefore be tempered by the need for quality. We want to emphasize in this context that 
ETSI/3GPP have been extremely efficient in responding to the development and integration of new 
standards in various non-ICT industrial sectors, e.g. LTE-MTC, NB-IOT, LTE eMBMS (Broadcast), LTE 
V2X (vehicle to vehicle, infrastructure, pedestrian), LTE Public Safety / D (device to device). 
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Fostering Investments in high quality networks 
 
Continuing upfront investments in R&D and infrastructure throughout the industry is needed in order 
to strengthen connectivity, boost data speed, tighten security, build robust networks and enhance 
consumers’ experience. And such investment will be needed on a rolling bases to improve, evolve and 
optimize these networks for IOT services.  
 
Policies that promote innovation and reward investment in both networks and innovative standards 
are needed. Indeed, European investment in networks has been decreasing over the past few years – 
a dangerous trend if it continues. Network operators have been wary about investing in network 
expansion and upgrades because they have not been able to recoup their investments. The new 
regulatory framework under the DSM needs to make sure that mobile infrastructure itself becomes a 
viable business. This is even more important, as it allows for the emergence of the IOT economy.  
 
Wireless network operators should be allowed to invest in network capacity and network 
improvements with assurance that they can offer specialized services to end users – in particular IOT 
services, such as mobile health, smart cities and connected cars – that are based on specific 
commercial agreements and quality-of-service levels.  
 
High-quality standards are a fundamental requirement to connect devices and industries through 
faster, secure and reliable wireless communications and to enable truly interoperable pan-European 
IOT services. Standardization should be encouraged and rewarded. Standardization efforts bring 
together players with different business models and interests on the premise that the best technology 
solutions can be collaboratively developed and included in a standard, based on their engineering 
merits, through an open and consensus-based process. This leads to a standard with the broadest 
level of marketplace acceptance and interoperability. The alternative – creating proprietary solutions 
or vertically integrated IOT business models will lock players out and will fragment the DSM, thus 
frustrating the European growth potential.  
 
The IOT will also considerably drive demand for more and diverse spectrum. A holistic spectrum 
regulatory approach, encompassing licensed, unlicensed and licensed shared access (LSA) regimes, 
will therefore be needed to meet the variety of demands and the diversity of requirements to 
maximize the societal and economic benefits in Europe. In particular the upcoming availability of the 
700MHz band across Europe represents an opportunity to make available low-band licensed spectrum 
for IOT. 
 
Spectrum and Connectivity 
 
The Internet of Things (IOT) does not correspond to a single type of applications. IOT applications have 
varying requirements in terms of link budget, cost, bandwidth and target QoS. IOT will rely on many 
different connectivity solutions leveraging both licensed and unlicensed spectrum, e.g. the 2.4 GHz 
and 5 GHz unlicensed bands, the MFCN mobile bands.  
 
While unlicensed bands are optimal for fast deployment, they cannot provide guarantees in terms of 
coverage or QoS, since interference cannot be fully controlled because of the very nature of the 
authorisation regime. This does not reduces the relevance of LPWAN, which can respond to certain 
many IOT requirements, but it underlines that there is no ‘one solution fits all’ for IOT.  
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IOT applications requiring guarantees in terms of coverage and/or QoS can leverage solutions either 
in the MFCN bands (e.g. 700, 800, 900 MHz) or through the identification of new licenced bands for 
IOT networks (e.g. 733-736 / 788-791 MHz band). 
 
From a spectrum management perspective, the challenge remains to make additional spectrum 
available to meet this IOT demand and there are three ways to achieve this: the traditional licensed 
approach for exclusive use, through auctions of cleared spectrum, which remains the industry’s top 
priority; the unlicensed approach, in which spectrum is shared among users without anyone having 
priority, such as 5 GHz; and, finally, LSA (Licensed Shared Access) which unlocks spectrum that cannot 
be cleared nationwide, 24/7, but is not used at given times and/or at given locations, allowing users 
to obtain licensed rights to access the spectrum when and where it is unused and to deliver a 
predictable quality of service. LSA, as defined by the Radio Spectrum Policy Group (RSPG),1 will help 
address some IOT use cases, particularly when it comes to quality of service and cost aspects. 
 
Licensed spectrum 
 
3G/4G is the main driver for the growth and scalability of the IOT. LTE-Advanced is the next major 
milestone in the evolution of 4G, incorporating several enhancements, all of which will be beneficial 
for the roll-out of M2M applications and products. Leveraging carrier aggregation and hyper-dense 
HetNets to increase network capacities and data rates are one aspect. Leveraging the potential 
benefits of the use of part of the harmonized 700MHz band at European level for M2M applications is 
another core one. 
 
There are many benefits to the delivery of IOT services over existing mobile infrastructure, including 
reducing the costs linked to passive infrastructure (e.g. masts, power, backhaul) and leveraging the 
economies of scale provided by mobile technologies. However, providing dedicated IOT services with 
specific QoS over existing MFCN spectrum can be challenging due to issues such as the cost of 
spectrum and the regulatory environment linked to such bands, e.g. net neutrality and infrastructure 
competition. It would be beneficial to identify licensed spectrum where the award procedures would 
be tailored towards IOT, rather than towards mobile broadband. This applies in particular to coverage 
requirements, spectrum fees, limitations on infrastructure competition and network sharing, net 
neutrality. This interplay between regulation and the incentive for MNOs to offer IOT services over 
MFCN licensed spectrum is studied in details in the section 5 of a recent study by Analysys-Mason2. 
 
Qualcomm supports the harmonization of 2X3 MHz in that band, namely 733 – 736MHz and 788-
791MHz, for M2M applications. The latter would then benefit from the considerable economies of 
scale driven by commercial mobile broadband LTE services to be deployed in the adjacent spectrum 
(703-733 MHz and 758-788 MHz). This option is currently under study in CEPT and the ECC should take 
a decision on such harmonization by end 2015. We invite BEREC to continue supporting this 
harmonization at CEPT and EU levels. A 2x3 MHz in the 700 MHz band for M2M would offer a  24/7, 
national and European wide ubiquitous coverage; controlled QoS; high reliability (redundant network 
design) and strong penetration; a robust security (built-in security features used in government and 
financial sectors); extremely low power consumption; and finally scalability, as the lower total cost of 


                                                 
 
1 Radio Spectrum Policy Group: Opinion on Licensed Shared Access, RSPG 13-538, November 12th, 2013.  
2 http://www.analysysmason.com/Research/Content/Reports/investment-in-5G-and-IoT-
infrastructure-Dec2016/ 



http://www.analysysmason.com/Research/Content/Reports/investment-in-5G-and-IoT-infrastructure-Dec2016/

http://www.analysysmason.com/Research/Content/Reports/investment-in-5G-and-IoT-infrastructure-Dec2016/
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ownership due to a large established ecosystem, leveraging existing mobile infrastructure and global 
standards enables seamless interoperability.  
 
From a technology angle, LTE eMTC (evolved Machine Type Communication) and NB-IOT (Narrowband 
IOT) will both address the requirements of many M2M applications. Both technologies are part of the 
LTE Advanced evolution and part of 3GPP Release 13 and 14. An important dimension of these 
technologies is that they allows the coexistence between M2M applications and adjacent mobile 
services in the same band, leading to considerable economies of scale. This is to be combined with 
enhanced security elements, extended coverage and up to ten years battery power. LTE eMTC and 
NB-IOT could be ideal candidates for enabling M2M applications in the 2x3MHz of the 700MHz band. 
Finally, when it comes to automotive connectivity and the paradigm of vehicle to vehicle/to 
infrastructure/to pedestrians (V2X), it is to be noted that 3GPP is currently working in its Release 14, 
on an evolution of LTE matching exactly these specific requirements in the automotive sector, e.g. LTE 
V2X and LTE ProSe. These technologies too, will guarantee resilience, latency and high levels of 
security, while benefitting from the ubiquitous coverage of wireless networks. The automotive 5G 
connectivity paper equally highlights the potential of LTE V2X to solve many of today’s automotive 
connectivity challenges.  
 
LSA spectrum 
 
In complement to the traditional licensed approached, LSA will play key role for enabling the IOT. LSA 
applies to underutilized spectrum that some users, especially government users such as the Ministry 
of Defense, do not use nationwide every hour of every day, but cannot vacate because they still need 
it from time to time or in specific locations or situations.  
 
With LSA this spectrum can be shared, on an exclusive basis, with a commercial operator in time or 
location or both. This exclusive, licensed shared access means that the existing user and the new 
commercial user never interfere with each other and can leverage the very best performance of their 
equipment, which ensures reliability and quality of service. An operator would aggregate its LSA 
spectrum with its licensed spectrum, using LTE-Advanced carrier-aggregation features, to significantly 
augment its network capacity, data rates and performance. LSA is ideally suited for higher frequency 
bands like the 2.3 GHz and 3.6 GHz bands and would optimally benefit from heterogeneous network 
architecture with small cells. Higher frequency bands and low power small cells allows to efficiently 
share the spectrum between the commercial operator and the incumbent by minimizing the risk of 
interference. In addition, LSA spectrum cost will be lower than licensed spectrum due its shared nature 
and the limitations in geographical coverage and time availability. The low spectrum cost would help 
making new harmonized spectrum available for innovative services that can be scalable and growing 
while maintaining predictable QoS, unlike the cases when using unlicensed spectrum.  
 
LSA can address those IOT use cases and applications where predictable QoS, short range and low cost 
for access are key requirements. It can therefore be particularly attractive for health monitoring and 
control, as well as for home and enterprise security applications.  
 
 
Unlicensed spectrum 
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Unlicensed spectrum optimally addresses best effort service use cases and applications where 
predictable QoS and security are not key requirements. There is no spectrum access cost and thus 
market entry barriers are low. It enables to introduce new services quickly.   
 
There are four unlicensed bands of relevance to the IOT:  2.4 GHz, 5 GHz, 60 GHz and 900 MHz/SRD.  
Qualcomm connectivity solutions currently integrate 802.11 a/n/ac, which operates in the 5 GHz band, 
802.11 b/g/n, in the 2.4 GHz and 802.11 ad, in the 60 GHz. Those tri-band Wi-Fi solutions allow up to 
gigabit performance and are particularly suited to enable the connected home with kids on tablets, 
adults on computers, everybody with smartphones and non-stop gaming, music, movies and surfing. 
Today's average home has five or more connected devices. In the future, that number might be closer 
to 50. 
 
The 802.11ah standard is currently under development and being designed to address wideband SRDs 
with advanced spectrum sharing capability in the 870-876 MHz and 915-921 MHz frequency bands. A 
system reference document has been developed in ETSI and the 870-876 MHz and 915-921 MHz bands 
are considered for harmonization such use in CEPT countries. The 915-921MHz band is of particular 
importance for 802.11ah and similar technologies, as a band that could deliver near worldwide 
harmonization for SRDs supporting IOT. We believe that this will enable to useful for specific IOT use 
cases, in particular wearable devices and similar SRD-oriented applications, e.g. home automation or 
low-power sensors with higher achievable data rates and improved propagation and penetration of 
900MHz radio waves through walls and obstructions. With 802.11ah, Wi-Fi coverage improves in 
previously hard to reach places such as garages, back yards, attics, buildings, factories, malls, for 
applications with modest data rates.  
 
LTE features, such as carrier aggregation have made it possible to operate LTE in unlicensed bands as 
well – in bandwidth-rich spectrum in the 5 GHz band that can be used to augment capacity. The 
insatiable thirst for capacity indoors is what is creating a huge opportunity for operators to use small 
cells that deploy LTE in unlicensed spectrum indoors – concurrently with Wi-Fi as both can coexist 
harmoniously – utilizing all their spectrum assets and leveraging their existing core network. Carrier 
aggregation between the licensed and unlicensed bands will create faster speeds and higher capacity, 
with an anchor in the highly reliable licensed spectrum – by which the add-on capacity of the 
unlicensed band is managed. Commercial deployments of LTE-U in Europe will be possible after 
changes in the LTE air interface in order to support LBT (Listen-Before-Talk) at milliseconds scale, 
already standardized in 3GPP Release 13.  
 
 
Conclusion 
 
Qualcomm believes that Europe has a key opportunity to valorize its existing assets and infrastructure, 
including in the wireless field, however it needs to continue its holistic approach, out of which 
spectrum availability and management is only one of the key components, along with favoring strong 
standard setting bodies, such as ETSI, to continue foster the required standards and innovation, but 
also a policy that promotes fair return on investments for those innovators. Regarding spectrum 
specifically, we favor licensed spectrum approaches for the IOT, building on existing and upcoming 
infrastructure investments and leveraging already, on the road to 5G, the innovations coming from 
the LTE Advanced standards family. This requires a detailed assessment not only of the pure spectrum 
requirement, but of the award mechanism that can best trigger development of IOT oriented services. 
To complement these approaches, we believe that WIFI evolutions and SRD will add additional 
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possibilities, however we would like to caution against reserving specific frequency bands for such 
technologies at this stage in time. 
 








 


Radio Spectrum Policy Group [Draft] Opinion for public consultation on 


A Spectrum Roadmap for IoT 


Draft Opinion on the Spectrum Aspects of the Internet-of-things (IoT) including M2M 


 


About Nominet 
 


Nominet is a private internet company delivering public benefit, with a team of 150 people based in Oxford 
and London, and over 2,500 members who sell our domain names to businesses and the public.  Nominet is 
responsible for one of the world’s largest country code registries, running over 10 million domain names that 
end in .UK.  Nominet also runs the Welsh Top Level Domains (TLDs) (.cymru and .wales), and provides registry 
services to a number of other branded and generic TLDs. Over 3 million businesses rely on Nominet’s domain 
registry services. 


The Nominet R&D team is exploring the further potential of the Domain Names System (DNS) and the 
challenges and opportunities around emerging internet technologies.  This has led to the development of 
dynamic spectrum management tools to support the delivery of Internet of Things applications.  


With the proceeds of its registry business Nominet set up and supports the Nominet Trust.  The Nominet 
Trust is an independent charity which focus on providing support and funding to a wide range of projects and 
entrepreneurs that use technology to tackle social challenges.  To date Nominet has donated over £35 million 
to the Nominet Trust.     


We welcome the opportunity to contribute our view towards the Radio Spectrum Policy Group’s work on a 
Spectrum Road Map for IoT.  


Nominet’s Position 
Nominet notes the Radio Spectrum Policy Group (RSPG) draft opinion for public consultation states that there 
is currently no spectrum capacity issue impacting development of IoT but that, “a complementary mix of 
general and individual authorisation for spectrum access will be needed to ensure that IoT has access to 
spectrum. There is no single authorisation framework and no single set of technical conditions for access to 
spectrum, which would cater for all possible demands.”  


Looking at the accelerated take up rates of new technologies over the last decade, and policy commitments 
from a number of governments to support the roll-out of both IoT and 5G networks, Nominet believes that 
dynamic spectrum sharing techniques should be adopted now.  This would create a platform that would ensure 
the predicted rapid growth of smartphones and IoT devices does not result in a wireless spectrum crunch.  Such 
an approach would be in line with the European Commission’s policy commitment to see spectrum used in the 
most economicaly efficient manner and to support investment in new technologies.  The current static models 
used for allocating spectrum are inherently inefficient and unable to handle the fast moving nature of the 
technology market and the explosion of wireless data traffic.  


The use of dynamic spectrum sharing in the TV band enabling TV white spaces communication in the UK and 
other countries has shown that innovative spectrum management techniques can be successfully implemented 
and allow an efficient use of the spectrum.  Nominet believes that dynamic spectrum sharing can be used more 
widely in other spectrum bands. 


Nominet encourages the RSPG to tackle regulatory policies that create artificial spectrum scarcity in favour of 
policies that will increase available bandwidth, reduce costs, promote competiton, and increase consumer 
choice.  In particular, we observe that spectrum license auctions are inherently inefficient due to expensive and 







long consultation processes, inflexible policies, and a fundamental lack of detailed information about the actual 
spectrum use and demand. 


As the RSPG has noted, receipts from recent spectrum auctions have underperformed projections in a number 
of member states.  Technology makes dynamic use of spectrum an easier proposition.  Whilst continuing to 
designate spectrum bands for high power mobile use and licensing it to a single Mobile Network Operator 
(MNO) might generate relatively good revenue from an auction, we believe that the benefit of doing so will 
continue to decline over the medium to long term.  


We therefore believe that the way spectrum policy should evolve is through the development of regulatory 
frameworks where access to the spectrum can be defined by rules and the use appropriately monitored by the 
National Regulatory Authority (NRA) of each respective Member State. 


We welcome RSPG’s interest in both general and individual authorisation models, and would welcome a 
strong position from the RSPG on the benefits to consumers and industry of dynamic spectrum management. 


Our experience in running a geo-location spectrum database for access to the TV white spaces – which has 
been approved by the UK NRA Ofcom – gives us confidence that this approach can successfully support 
various authorisation models and can be employed in a number of other frequencies, with the appropriate 
changes required by the regulatory framework of each spectrum band. This approach would be beneficial to:-  


 NRAs, which would be able to enforce policies, fine-tune them and immediately observe the results in 
a quantifiable way; 


 Businesses, which won’t have to wait for long pre-regulation periods before accessing the spectrum; 


 Consumers, which will ultimately have access to better services as the spectrum will be used more 
efficiently. 


 


For further information please contact: 


We would be happy to discuss this further with you, and if you would like to know more please contact 


Dr Pasquale Cataldi 


Researcher 


pasquale.cataldi@nominet.uk 
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Ericsson Response to “Public Consultation on the RSPG Draft 
Opinion on A Spectrum Roadmap for IoT” 


 
Ericsson welcomes the opportunity to respond to the RSPG consultation on “A Spectrum 
Roadmap for IoT”.  


Ericsson appreciates and supports the RSPG activities to provide an Opinion concerning 
spectrum for IoT in Europe. Ericsson understands that such a RSPG opinion is addressing the 
timely availability of spectrum for different types of IoT technologies and applications, enabling 
deployment of networks for mMTC and URLLC to serve consumers, governments and 
industries. Spectrum and regulatory regimes is a key element for enabling these services, and 
Europe should make an effort to be prepared for the very fast development that can be 
foreseen in the coming years, affecting both licensed and unlicensed frequency bands.  
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Ericsson would like to provide the following views on the opinions in the Spectrum Roadmap for 
IoT:  


1) Ericsson concurs with RSPG that different solutions will be needed to provide all IoT 
applications, and that these differences apply also to access to spectrum needs. See further 
the comments on opinion 2.  


2) It is the view of Ericsson that the matter of spectrum requirements needs further 


clarification. Whereas for mMTC there may be no serious spectrum scarcity for the time 


being, there are indications that e.g. the 863-870 MHz band is becoming heavily loaded in 


some areas, implying that meeting QoS requirements there can be challenging now, or may 


become so in the near future. In addition, Ericsson believes that it is critical for URLLC 


applications that additional spectrum is made available. It is not clear to us whether the 


RSPG Opinion is intended to cover URLLC aspects of IoT. If that is the case, inclusion of 


additional information on spectrum requirements for URLLC would be beneficial. Ericsson 


would like to stress the requirements on both latency and reliability for URLLC applications, 


and further notes the different URLLC deployment scenarios, both local and wide area. In 


summary, Ericsson would support a more thorough investigation of the spectrum needs of 


IoT, also considering the existence of underused spectrum in Europe that may be of 


relevance. We would further like to emphasize the need to find spectrum in both low and 


high frequency bands, which e.g. implies the whole 5G/IMT-2020 frequency range, and for 


both small and large bandwidths.  


3) From a general perspective, Ericsson supports opinion 3, but would like to propose that the 
text is modified to become technology neutral by replacing “… and those for WiFi 
(WAS/RLAN).” by “… and those for WAS/RLAN.” This viewpoint applies also to the figure 
on page 3, where it would be preferable to refer to RLAN only, and not specific 
technologies.  


4) No comments  


5) No comments  


6) Ericsson concurs with RSPG that IoT encompasses a broad set of applications and that 


new IoT use cases will be enabled by 5G. We do not, however, see that IoT in general 


would encompass a broader set of applications and use cases than those enabled by 5G; in 


particular, the list of IoT applications on page 4 does not contain any IoT applications not 


supported by 5G.  


7) Ericsson supports the effort to make existing ECS spectrum available for IoT technologies, 


and participates actively in the efforts of 3GPP and CEPT to make this happen. In our view, 


it is our understanding that the 3GPP specifications are designed to maximize the match 


with current regulation, and that in the cases where additional efforts are needed, CEPT will 


identify the necessary modifications to the current regulation.  


 


8) No comments.  
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Regarding the Annex, Ericsson would like to provide the following comments:  


Section 5, pages 6 and 7: Ericsson supports making 1900-1920 MHz technology neutral in the 
event that this is decided to be used for IoT. 
 
Section 6, page 8: Ericsson notes that specifications for LTE e-MTC have now been approved as 
part of Release 13.  
 
Section 6, page 8: The paragraph on 900 MHz can be updated based on the insights provided by 
the on-going work in ECC PT1. We propose the following text, noting that the situation for 1800 
MHz is the same as that for 900 MHz: 
- The 900 MHz and 1800 MHz authorisations explicitly refer to GSM/UMTS/LTE/WiMAX, and 
require compliance with specific ETSI harmonised standards. For In-band and Guard band NB-IoT 
this will resolved by inclusion in the LTE harmonized standard, enabling deployment as LTE 
technology in this band. For Standalone NB-IoT, CEPT and ETSI are investigating possible 
solutions.  
 
 
Ericsson welcomes a continued dialogue with RSPG regarding frequency bands for IoT in Europe.  
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CER comments on RSPG opinion IoT 


 


Reference document 


RADIO SPECTRUM POLICY GROUP: [Draft] Opinion for public consultation on a 


Spectrum Roadmap for IoT (Draft Opinion on the Spectrum Aspects of the Internet-of-


things (IoT) including M2M) 


Document reference: RSPG16-045  


Origin: DG CNECT/B4/RSPG Secretariat 


Brussels, 09 November 2016  


 


Introduction 


The Community of European Railway and Infrastructure Companies (CER) welcomes the 


opportunity to provide comments to the Radio Spectrum Policy Group (RSPG) on the draft 


Opinion on the Spectrum Aspects of the Internet-of-things (IoT) including M2M. 


CER is the leading European railway association bringing together more than 70 European 


railway undertakings, their national associations as well as infrastructure managers and 


vehicle leasing companies, thus representing the entire railway system. 


Spectrum is a critical issue for the fulfillment of the railway mission. Communication 


services conveyed by the GSM-R network contribute to the safety and proper functioning 


of the circulation of trains, and any malfunction may result in critical operational situation 


or even safety relevant operational conditions. The spectrum allocated to the railways are 


fully exploited on dense nationwide networks and enable the mobility of around 400 billion 


passenger-kilometers per year in the European Union on more than 200 000 km of track1. 


 


CER comments on RSPG Opinion on IoT 


In point 4 of the Opinion, it is encouraged to develop a common European focus on the 


bands listed in the roadmap because currently these bands are only available on a national 


basis. CER notes that among those bands are listed the “870-876 MHz and 915-921 MHz 


bands, on a national basis”. CER wants to emphasize that the band 873-876 MHz paired 


with 918-921 MHz are also designated for the extension of GSM-R networks, on a national 


basis, as stated in ECC Decisions ECC/DEC(04)06 and ECC/DEC(02)05.  


These bands are also identified as best possible candidate bands for the next generation 


railway mobile communication system, the successor of GSM-R which should become 


available by 2022. RSPG Draft Opinion on ITS also describe these bands as one of the 


options listed, draft ETSI System Requirement Document TR 103 333 which recently 


underwent public consultation target these bands also as prefered solution for that 


purpose. 


                                                      
1 UIC Railway Statistics 2015 
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CER comments on RSPG opinion IoT 


The issue of spectrum for the GSM-R network evolution is a complex one, and until a 


solution has been found that allows the fulfillment of the national requirements as also the 


requirements of the European Interoperability of this critical communications service. CER 


is of the opinion that no signal should be given at the European level as to the potential 


availability of the bands 873-876 MHz and 918-921 MHz for IoT. This caution is all the 


more justified as the RSPG does currently not foresee a scarcity of spectrum for IoT, 


subject to regular review of the evolution of spectrum demand.  


Therefore CER is of the opinion that the bands 873-876 MHz and 918-921 MHz should not 


be addressed in the RSPG IoT roadmap, and respectfully suggests to replace 870-876 


and 915-921 MHz by 870-873 MHz and 915-918 MHz in the roadmap diagram.  


 


CER comments on the Annex of RSPG Opinion 


In section 5a of the annex, the RSPG opinion considers opportunities to make available 


portions of the bands 870-876 MHz and 915-921 MHz [for IoT]. In addition to the general 


comment made above on the key potential of the bands 873-876 MHz and 918-921 MHz 


for the evolution of GSM-R networks, CER emphasizes that the compatibility with railway 


mobile communication systems (GSM-R and its successor)  of increased implementation  


of SRD in adjacent bands, remains a key issue which has to be studied further, and for 


instance has not been addressed in the draft ECC Report 246 which underwent recently 


public consultation.  


Therefore CER suggests to add in the end of section 5a. “Consideration of such 


implementation at national level should also take into account the options for 


GSM-R networks evolution as highlighted in the opinion of RSPG on ITS, 


especially the potential use of the 873-876 MHz and 918-921 MHz bands for that 


purpose, and should at any rates ensure the compatibility with transmissions in 


the adjacent GSM-R bands”. 


 


 


 


 


 


 


About CER 


The Community of European Railway and Infrastructure Companies (CER) brings together more than 70 railway 
undertakings, their national associations as well as infrastructure managers and vehicle leasing companies. The 
membership is made up of long-established bodies, new entrants and both private and public enterprises, representing 
73% of the rail network length, 80% of the rail freight business and about 96% of rail passenger operations in EU, 
EFTA and EU accession countries. CER represents the interests of its members towards EU policy makers and transport 


stakeholders, advocating rail as the backbone of a competitive and sustainable transport system in Europe. For more 
information, visit www.cer.be or follow us via Twitter at @CER_railways. 
 
This CER document is for public information.  


Although every effort is made to ensure the accuracy of the information in this document, CER cannot be held responsible for any information from external 


sources, technical inaccuracies, typographical errors or other errors herein. Information and links may have changed without notice. 
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The EMEA Satellite Operators Association (ESOA) has the honour of replying to the RSPG’s consultation 


on its draft Opinion on the Spectrum Aspects of the Internet-of-things (IoT) including M2M. 


 


ESOA is a non-profit, CEO-driven organisation established with the objective of serving and promoting 


the common interests of satellite operators in Europe, the Middle East and Africa (EMEA). The 


Association is the reference point for the satellite operators industry and today represents the interests 


of all EMEA satellite operators who deliver information communication services across the globe.  


More information about the association is available from: www.esoa.net 
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Introduction 


ESOA would like to endorse and promote the rationale that IoT should be a heterogeneous group of 


networks, encompassing multiple applications and operational requirements.  No single solution for 


access to spectrum can fit all the possible use cases for IoT since their technical requirements will differ 


dramatically, for example regarding data rate, coverage and reliability, and output power.  


The ESOA response focusses mainly on the satellite component and the role that satellite technology 


will play in the IoT / M2M applications, whilst recognizing that within the European regulatory 


framework satellite technology operates in a variety of frequency bands. 


 


ESOA Response to the current draft RSPG opinion 


ESOA agrees with the draft opinion that the IoT/M2M domain covers a wide range of vertical sectors, 


and within those there are use-cases both established and emerging.  However we would like to 


highlight that the current RSPG work programme does not reference the important role that satellite 


technology will bring to the fold for IoT. Satellites already play an important role in IoT/M2M and are 


likely to be more important in the future as the number of IoT/M2M devices is predicted to soar, and 


because ubiquitous geographic coverage is only practically achievable by satellite.   


Satellites are more robust and inherently more secure than mobile networks as they have far fewer 


‘points of failure’. They are therefore ideal for broadcast information, where trustworthiness is vital – 


this could include road traffic warning systems. Using multiple communication frequencies - terrestrial 


and satellite - further enhances robustness. Satellites also economically provide wide geographic 


coverage, covering areas where there is limited coverage from terrestrial networks, in particular rural 


areas.  This makes satellites ideal for services away from built-up areas. In order to ensure seamless 


connectivity, the future will rely on intelligent hybrid devices that can use multiple communication 


services, such as satellite but also including Wi-Fi, and the forthcoming 5G mobile networks. 


In the connectivity and autonomy of intelligent cars in particular, ESOA members are closely involved in 


initiatives to ensure that satellite system capabilities respond to developments of intelligent vehicles.  


Connected and autonomous vehicles will change the way in which many of us commute. They offer the 


promise of saving time and money, getting people and goods to their destinations faster and more 


easily, and aiding mobility for disabled and older people. Such Intelligent transport systems and self-


driving vehicles are fast moving towards widespread commercialization, with higher levels of 


automation on the road expected by 2020. Europe will quickly adopt connected car solutions; as 


illustrated in the chart below (Figure 1), it is estimated the share of connected cars to non-connected 


cars will grow from 13% in 2014 to 95% in 2020.
1
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Figure 1: Connected cars by region  


 


Future intelligent transport systems, including connected and autonomous vehicles, will also be vital for 


meeting a number of the United Nations’ 2030 Global Goals, including:  


• Good Health and Wellbeing – includes the target of halving the number of global deaths and 


injuries from road traffic accidents by 2020 


• Sustainable Cities and Communities – includes the target of providing access by 2030 to safe, 


affordable, accessible and sustainable transport systems for all, improving road safety, notably 


by expanding public transport, with special attention to the needs of those in vulnerable 


situations, women, children, persons with disabilities and older persons 


While automotive digital technology has been focused on optimizing the internal functions of cars or on 


the use of sensor technologies for the monitoring and identification of objects near vehicles, recent 


attention is shifting towards developing communication technologies that integrate cars with smart 


devices via the Internet. One such technology is satellite, making connected vehicles everywhere a 


reality with autonomous vehicles not far behind.  


 


Opportunities for both general and individual authorisation  


ESOA notes the reference made by the RSPG draft opinion that different authorisation models for access 


to the spectrum aim to meet various use cases and operational requirements.  The draft opinion notes 


that frequencies whose use is subject to individual authorisation includes those used by satellite 


services.  There are however instances where frequencies used for satellite services do not need an 


individual authorisation but are subject to a general authorisation and compliance with technical 


conditions defined in the framework of a general authorisation model.  
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Examples are the MSS satellite frequencies (L-band and S-band) used by mobile terminals, and the FSS 


frequencies (C-band, Ku-band, and Ka-band) used by VSATs and mobile terminals.  For these applications 


the terminals operate under licence exemption or general authorisation.  ESOA thus concurs with the 


draft Opinion that satellite platforms operating in a variety of bands will play a role in IoT/M2M. 


A key challenge therefore is how to produce, an economic and resilient communication system with very 


high reliability demanded by some IoT applications. We are already seeing today development by the 


satellite industry to build satellite systems operating within the Ku-band 
2
 FSS allocations and the L-band 


MSS allocations,
3
 to meet the requirements of connected and autonomous vehicles. The RSPG should 


note the current preparations within CEPT for an ECC Decision on the harmonised use, free circulation 


and exemption from individual licensing of Vehicle-Mounted Earth Stations (VMES) operating with GSO 


and NGSO systems in the fixed satellite service (FSS) allocations. This is not currently reflected in the 


draft RSPG opinion where satellite is seen as operating in frequencies whose use is subject to individual 


authorisation and licensing. 


With the predicted growth of IoT applications, this will create an increased demand for access to 


spectrum depending on the operational requirements and use cases.  Moreover, the predicted growth 


of IoT applications could result in a proliferation of sectorial requests, for exclusive spectrum for specific 


allocations.  This is where the satellite component can bring a great attribute of utilising existing 


spectrum in an efficient way to provide data communications for low data rate (LDR) machine to 


machine (M2M) systems for communicating with remote sensors.  Figure 2 below provides an overview 


of such a system.  Remote sensors connected wirelessly or wired to a LDR terminal include a satellite 


module for backhaul communications via a satellite link. 


 


                                                           
2
  10.7-12.75 GHz (space-to-Earth) and 14.0-14.50 GHz (Earth-to-space) 


 
3
  Around 1.5/1.6 GHz 
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Figure 2: Typical topology of a satellite to vehicle connection 


 


It is important to ensure, in the long term, that access to spectrum is not a barrier for the growth of the 


IoT/M2M sector.  The regulatory framework should not act directly on the technology but on the 


spectrum resources available for the development of IoT/M2M applications, considering also the 


compatibility with existing services and their applications. 


 


It should also be noted that the European Telecommunications Standards Institute (ETSI) has already 


adopted Ku-band standards for earth stations on vessels (ESVs) under European Norm EN 302 340, for 


VMESs under EN 302 977, and for aircraft Earth stations (AESs) under EN 302 186. However, it appears 


that, to date, there is no ECC decision with regards to VMES on automotive applications in the Ku-band. 


So far, ECC Decisions cover only MSS terminals, ESVs and AESs in Ku-band, and Earth Stations on Mobile 


Platforms (ESOMPs) operating in Ka-band.  The band 14.25-14.5 GHz is used by the Fixed Service (FS) in 


Europe however there are other services with allocations within these bands.  These bands are also 


available for the use by the FSS. Therefore, one proposal that could be adopted by the RSPG is to 


promote compatibility studies between existing services and VMES in Ku band.  


 


The draft RSPG opinion notes that IoT functionality will be designed into 5G from the start.  The future 


generation of mobile communications will integrate several (currently separated) heterogeneous 


networks, to reach ambitious goals in term of performance, range of services (from IoT to very high data 


rate), coverage, availability, programmability, energy, etc.  ESOA would like to highlight to the RSPG that 


satellites will definitely have a role to play here, e.g. to allow the global network resilience, ensure 


universal service deployment (anywhere and at any time), support intelligent traffic management, allow 


intelligent caching (content push to the edge).  
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Next generation networks will also address the needs for mobile data and connectivity of billions of 


people who live beyond the reach of mobile networks in rural, suburban and remote sites. Satellite 


communications are the only means to provide a truly global coverage and mobility, also to prevent 


digital divide, isolation and depopulation.  Furthermore, rural development and modern agriculture rely 


increasingly on connectivity networks, for a wide range of applications, including tourism, sensor 


monitoring of crops and use of drones in trade and agriculture. 


 


 


Benefits of Satellite to be considered within the RSPG 


 


Satellite services have been critical and unchallengeable in meeting needs for connectivity in maritime 


and aeronautical environment, lying outside the reach of terrestrial networks.  Satellite plays a role also 


in connecting rural and remote areas and this role will remain well into the future and will expand with 


an increase emphasis on broadband penetration to access sub-urban and rural areas. 


 


The satellite industry should be considered as an important element of the IoT arena, where use cases in 


the transportation sectors appear to be particularly promising.  In the context of the fast development 


of the IoT applications and market, there is a growing demand for ubiquitous machine to machine 


(M2M) connectivity.  For example in the USA, some terrestrial operators (e.g. AT&T) have fully 


incorporated satellites into their networks to maximise coverage of land and air tracking of IoT devices 


for cargo transport.  This trend looks set to increase as more and more intelligent transport systems are 


being developed where software updates and content download make satellite systems a much more 


cost effective technology due to its efficiency in broadcasting services. 
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Date: January 9th 2017 


Company: Sigfox  


Contributors: Assia Bahri & Thomas Schmidt 


 


Sigfox presentation 


 
Sigfox is the world’s leading provider of connectivity for massive Internet of Things (IoT). Its unique 
approach to device-to-cloud connectivity allows the company to address the three greatest barriers to 
global IoT adoption: cost, energy consumption and global scalability.  
 
The Sigfox footprint in European Union has reached 15 countries1 amongst 29 countries covered 
worldwide (as of 2016). The company plans to expand its activity to at least 60 countries by 2018. 
 


 
Sigfox worldwide footprint (December 2016) 


 
 
Sigfox has developed its technology based on Low Power Wide Area (LPWA), one of the most 


promising innovations under the SRD umbrella because its deployment will be essential for the large-


scale expansion the IoT connectivity beyond the existing short range applications.  


  


                                                           
1
 Belgium, Czech Republic, Denmark, Estonia, Finland, France (metropolitan and overseas), Germany, Ireland, 


Italy, Malta, Portugal, Slovakia, Spain, The Netherlands and UK 


 







1. General Comments and proposals 
 


Sigfox welcomes the public consultation on the RSPG spectrum roadmap for IoT and the considerable 


and accurate analysis provided in its draft opinion. Sigfox shares most of RSPG views on the IoT 


definition, the nature of the IoT spectrum demand and the regulatory and spectrum options to sustain 


industry development and innovation.  


By nature, the IoT is almost totally based on wireless connectivity which in consequence put the 


spectrum availability as a vital parameter for its development. Detailed guidance and clear policy 


roadmap from administrations in charge of spectrum is a critical enabler for a IoT single market, 


consistent with European ICT goals, allowing economy of scales and supporting European industry in 


its worldwide competition challenges. 


With the intent to provide additional inputs from one of the key operator of IoT connectivity in Europe 


and beyond, we are pleased to submit to the RSPG the following remarks: 


 


- The prominent value of unlicensed spectrum based on general authorization regime should 
be mentioned in the opinion between the § 5 and 6 and in the § 5 of the annex. Indeed, this 
unique regime has participated to the worldwide development of IoT, and more generally to 
the Internet. Many international studies recognized the role of this regime and keep 
unlicensed spectrum (Wi-Fi, Bluetooth, RFID, LPWA, etc.) as the main contributor to the IoT 
 


- The need to specify and adopt a flexible framework with appropriate Pan-European 
authorization models should be encouraged in the § 5 in order to ensure the development of 
all business models along with IoT innovations  
 


Proposal 


5. A complementary mix of general and individual authorisation for spectrum access will be needed to 


ensure that IoT has access to spectrum. There is no single authorisation framework and no single set of 


technical conditions for access to spectrum, which would cater for all possible demands. The chosen 


modality to access spectrum should be implemented similarly in all the European countries in order to 


avoid complexity and market fragmentation.    5a. Beyond the need to respond to specific use cases, it 


could be noted that the unlicensed regime for IoT has and will continue to be a key enabler for 


innovation. As of today this regime is essential for the most part of the wireless data traffic (71% in 


Europe in 20122) and a wide range of wireless communication systems wordlwide. 


6. IoT encompasses a broader set of applications and use cases than those enabled by 5G. However, 


new IoT use cases will be enabled by 5G since some specific IoT functionality will be designed into 5G 


from the start, with features including network slicing, low energy consumption and scalability. 


 
- The significant role played by Low Power Wide Area technologies in unlicensed band should 


be mentioned as one of the key area in the § 3 of the opinion, aside the three others 
 


Proposal 


                                                           
2 Study on impact of traffic off-loading and related technological trends on the demand for wireless broadband spectrum 


 



http://bookshop.europa.eu/en/study-on-impact-of-traffic-off-loading-and-related-technological-trends-on-the-demand-for-wireless-broadband-spectrum-pbKK0113239/





 
3. Global economies of scale are important for emerging technologies, and Europe can benefit 
from these in four principle areas where spectrum is already available: bands for Short Range 
Devices, Low power wide area solutions, Mobile bands and those for WiFi (WAS/RLAN) and 
for LPWA.  
 


 
- The need for a rapid attribution and harmonization of the frequency band 915-921MHz for 


Low Power Wide Area systems and Short Range Devices should be mentioned in the §2 of 
the opinion and the § 5.a of its Annex. Indeed, this European alignment with ITU Region 2 
will support economy of scale and global harmonization. 
 
 


- New developments of applications based on primary services in the 920-925 MHz range 
should be discouraged in order to ensure resource availability for the rising IoT economy 
during the next decade. Indeed, this frequency range 920-925MHz is already available 
globally in ITU Region 2 and more particularly in ITU Region 3 for low power devices. This 
information could be added into the § 5 of the Annex and the RSPG opinion about ITS  


 


- The need to review periodically legal and regulatory terminology to ensure consistency with 
technology developments and to reflect appropriately the reality of new networks and 
services. In this perspective “Short Range Devices” term should be replaced by “Low Power 
Devices” as it reflects more the reality of the technical requirements for sharing the 
spectrum, in particular for the general authorization regime in Europe 
 


- At last, the CEPT work under way regarding new opportunities for satellite unlicensed 
applications in the range 862-863MHz could be usefully mentioned in the § 6.d of the Annex 


 


Those comments and proposals are detailed in the following sections.  







2. IoT heterogeneity and authorization models 


 


Sigfox shares the consensus around the fact that there is no one solution fitting all the requirements 


for IoT.  


It may be valuable, nonetheless, to mention that most of the IoT market (around 75% depending on 


the studies) relies and will continue to rely on Low Power Devices (LPD) and Short Range devices 


(SRD) technologies. Those technologies use unlicensed spectrum and these frequency bands will 


play a key role in the development of the Internet of Things, maybe more striking than with the 


contribution of Wi-Fi to broadband communications.  


The growing and important part played by LPD within the digital economy makes necessary to ensure 


that the spectrum and authorization frameworks are suitable. A move towards more innovative 


authorization models such as a mix between individual and general, having in mind that LPD have 


always had a non-priority access to spectrum compared to radio services.  


As a result of the comments here-above, the § 1 and § 5 of the RSPG opinion could be updated to 


encourage administration to support unlicensed spectrum bands usages and developments as a 


prominent enabler for IoT.  


3. Spectrum demand for IoT 
 


In its opinion [§2] RSPG mentions “the availability of frequencies is not currently constraining the 


growth of IoT” and thanks to the work under way for further frequency attribution “RSPG does not 


foresee a scarcity of spectrum for IoT, but will continue to review the evolution of spectrum demand for 


IoT”. 


Sigfox agreed with the previous statement regarding the immediate and overall frequency availability, 


however regarding sub-GHz spectrum, shared by multiple users under general authorization, its seems 


important to mention that the current availability varies significantly between remote areas and 


specific locations such as airports, city centers, train stations and even between countries.  


Sigfox recommends to mention as of today the need for additional frequency attribution in sub-GHz 


bands in particular for Low Power Devices in some urban dense areas. Indeed, this points of interest 


are also key areas for the development of IoT markets. 


In this respect, the 900 MHz range, in particular the cellular gap 915-921MHz, offers the 


unprecedented opportunity of low power device harmonization between the three ITU regions. 


4. Global economies of scale and spectrum harmonization 


 
Sigfox agrees with the RSPG comments on the importance of economies of scale. The role played by 


spectrum harmonization on this topic is well known. Even if there is no need for spectrum 


harmonization dedicated to IoT as a whole, it seems however important to ensure the harmonization 


of the frequency bands used by the most important technologies for IoT. 


In addition to the three principle areas identified (SRD, Cellular and Wi-Fi) in the §4 of the opinion, 


Low Power Wide Area (LPWA) technologies should be mentioned as a forth key solution. Indeed, 


LPWA is complementary to the others areas and provides as of now new opportunities of 


connectivity for IoT applications and thus economic development. 







5. 915-925MHz band for SRD and LPWA 


 


As it is mentioned in the § 3 and 5.a of the Annex, the frequency range 915-921MHz offer a unique 


opportunity to move towards more harmonization between ITU regions for SRD and LPWA solutions  


Beyond the foreseen need for additional spectrum, allowing safe operation for those systems in 


Europe in a near future, harmonization in Europe and ITU Region 1 of frequency bands in the so-called 


GSM gap is also a critical requirement to support export growth and international expansion which will 


boost the European IoT industries. 


To date, most of the countries in ITU Regions 2 and 3 and several countries in Region 1, in particular in 


Europe, have already authorized parts of this frequency range for LPDs.  


In summary,  


 the band 915-928MHz is authorized in almost all ITU Region 2 countries,  


 the sub-band 920-925MHz is authorized in most prominent countries in ITU Region 3 (China, 
Japan, South Korea, Australia, New Zealand, Taiwan, Singapore, Malaysia, Thailand, etc.), 


 In Europe, the replies received to a CEPT questionnaire on the use of the 915-921MHz showed 
that this band was not used or partly not used by more than 30 CEPT countries, whereas only 5 
countries had planned to authorized E-GSM-R.  


 


It therefore seems fundamental that the European ecosystem benefits from an appropriate framework 


ensuring its development on the continent and offering growth opportunities beyond borders.  


In the short term, Sigfox encourages the implementation of the technical and regulatory proposals 


made by CEPT in its draft addendum to the Report 59 for the next 3 years.  


On the long run, building on the future options for railway communications and a better 


harmonization for other governmental applications, Sigfox is of the opinion that the whole 


915-925MHz band should be secured for IoT applications on a general authorization or on light 


licensing basis.  


This spectrum liberalization up to 925MHz would allow Europe, and in particular its IoT ecosystem, 


to catch-up with Northern American region, where 26 MHz are already available for low power 


devices in the sub-GHz spectrum, and would create a 5 MHz of common spectrum for unlicensed IoT 


applications with key Asian economies. 


6. Regulatory terminology 
 


Sigfox takes the opportunity of this consultation to advocate for a revision of the “Short Range 


Devices” (SRD) terminology in European regulation to cope with the recent radio technology 


developments. During the last decade, Software Design Radio became more and more used and 


affordable, making Low Power Devices able to provide long range connectivity, sometime up to several 


tens of kilometers or even more for the equipment using Ultra Narrow Band technology designed by 


Sigfox.  


Sigfox is of the opinion that Low Power Devices (LPD) used in CITEL recommendations or Low 


Interference Potential Devices (LIPD) used in Australia, are more appropriate terms and would avoid 


misinterpretation by non-specialist stakeholders. 
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Nokia response to the RSPG draft opinion on “A 


Spectrum Roadmap for IoT” 
 


Nokia welcomes the opportunity to give its views on the RSPG consultation on “A Spectrum 


Roadmap for IoT”. 


In general, Nokia believes in the huge growth in the area of Internet-of-Things (IoT) and 


welcomes the RSPG activity in this area. While many of the IoT needs can be covered by 5G and 


the earlier generations of public mobile networks (Electronic Communications Services – ECS) 


there will be areas that cannot be covered using traditional operator networks. As listed in the 


Annex of the consultation document, the different IoT applications requirements vary from low bit 


rate local coverage to very high capacity, ubiquitous coverage with very low latency. Keeping this 


in mind, Nokia agrees with the approach of providing IoT in different frequency bands targeted to 


different type of usage (e.g. Short Range Devices and Public Mobile Networks). 


 


Nokia has the following comments on the RSPG Opinion on IoT: 


Opinion 1.  


Agree. Although many of the planned usages can be offered using the existing SRD and ECS 


technologies and spectrum, there will be use cases that will not fit in those categories. Those 


use cases may require a specific spectrum solution. Harmonized spectrum solution (meaning 


that spectrum need not be harmonized for IoT itself but for a usage that allows certain types 


of IoT that cannot go to SRD or ECS spectrum) is desired to avoid a high fragmentation in 


spectrum usage and to assure that sufficient economies of scale (and scope) can be 


achieved. 


Opinion 2.  


It is true that currently spectrum availability is not constraining the growth of IoT but the 


reason is mostly that the IoT opportunity is still in the beginning phase and it is not yet clear 


where and how much IoT will be used. It is foreseen that new type of applications like local 


area ultra-reliable private networks will set new spectrum demands, as the traditional 


operators will likely be unable to provide the required service, at least at an affordable cost. 


Examples of such services include hospitals and smart factories, where the requirements 


vary from monitoring simple data to video transmission. In order to get full benefit from the 


economies of scale, the spectrum for such specific usages should be harmonized. 


Opinion 3.  


In addition, spectrum solution for IoT in local area private networks is needed. 


Opinion 4.  
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Some foreseen IoT usage cannot be fulfilled with SRD and ECS spectrum and new spectrum 


solution(s) is likely to be required. Nokia supports further discussion on a roadmap for IoT 


spectrum access in Europe. In addition to the possible solution for further IoT spectrum, the 


discussion is likely to improve the general understanding of IoT use cases and spectrum 


needs. 


Opinion 5.  


Agree. 


Opinion 6.  


Agree. The 5G networks will have the advantage of national coverage, providing as such, for 


some of the IoT applications the spread and the penetration that is required/desired. This can 


be relevant in some IoT business where time to market and availability are essential. 


Opinion 7.  


Nokia supports the use of IoT in public mobile networks as part of the services that public 


operators offer to their customers. The ECS regulation is technology neutral in most of the 


current ECS bands and it is preferable that IoT technologies are specified in a way that they 


fit in the ECS bands’ regulation (not that the ECS regulation should ensure that IoT fits in). In 


practice, this should not be a major issue. 


Opinion 8.  


No comment. 


 


As a conclusion, Nokia views are very much in line with the draft RSPG opinion. Nokia supports 


more discussions on IoT use cases in order to improve the understanding of the IoT spectrum 


requirements. Especially, Nokia sees a need for a spectrum solution for ‘PMR type’ local area IoT 


networks e.g. in hospital and smart factory types of environments. 


 


 








Dear RSPG Secretariat, 
 
ArgoNET welcomes the opportunity to comment on the RSPG public consultation on the Draft 
Opinion on the Spectrum Aspects of the Internet-of-things (IoT) including M2M. 
 
ArgoNET is a telecom service provider in Austria operating dedicated wireless M2M communication 
networks in the 450MHz band. Our primary focus is to serve utilities and other vertical industries 
with reliable and secure communication services for business critical IoT applications. While our 
existing networks are based on 3G CDMA technology future deployments will be using 4G LTE 
technologies including eMTC/LTE-M and NB-IoT. 
 
Please find below our input to the consultation RSPG16-045: 
 


        Page 3: As the 450MHz band is standardized for and used with 3GPP and 3GPP2 technologies 
it should be listed as an example band for mobile network technologies in the figure on top 
of the page. 


        Page 3: ArgoNET supports recommendation #7 and would like to ask for special attention to 
the efforts currently undertaken within CEPT/ECC FM 54 aiming at the introduction of LTE in 
the 450 MHz band.  


        Page 4: ArgoNET does see a trend for “smart meter” applications in the electricity space 
being considered as “critical communication” by many utilities already today. This is mainly 
driven by integration of smart grid functionality into the smart meter units (e.g. power 
quality, demand response, prosumer, etc). 


        Page 5: Frequencies for the implementation of professional mobile radio (PMR) networks are 
typically also being used for public access mobile radio (PAMR) applications. PAMR networks 
support the sharing of physical networks by logically separated PMR user groups and 
applications, thus providing higher spectral efficiency as compared to dedicated PMR 
networks. 


        Page 7: Article 6 should mention both PMR and PAMR networks. 


        Page 7: Some of the applications listed in the last paragraph (e.g. smart metering, ITS, mobile 
health) are equally addressed by the use of wideband and broadband PMR or PAMR 
networks today, which can typically provide an even higher service level than public mobile 
networks. 


        Page 8: There are PAMR networks used for critical communication services in Europe today 
(e.g. Netherlands, Germany, Hungary, Austria) which should be reflected in section b. 


        Page 8: To avoid confusion with the license exempt “433 MHz” band listed on page 3 it 
would make sense to use CEPT/ECC definitions of “410-430 MHz” and “450-470 MHz” for 
PMR/PAMR spectrum ranges instead of “400 MHz” listed in section b. 


        Page 8: current work in CEPT/ECC FM 54 is addressing the introduction of new 3GPP based 
wideband and broadband technologies like NB-IoT and LTE with channel bandwidth of 200 
kHz, 1.4 MHz, 3 MHz and 5 MHz. This should be reflected in the next to last paragraph and 
clearly linked to PMR and PAMR use cases. 


 
Due to its technical and economic advantages and recent developments in 3GPP standardization the 
450MHz band will most likely become the mainstream frequency band for critical IoT communication 
in Europe over the coming years. Given this potential ArgoNET would welcome if existing usage and 
ongoing development in this frequency band as well as current activities in CEPT relating to future 
use of the 450MHz band for IoT applications can be addressed in the RPSG spectrum roadmap. 
 
Thank you for taking our comments into consideration. 
 



https://circabc.europa.eu/sd/a/50d58028-eb1d-487f-87d5-5efb9c76b140/RSPG16-045-Draft_Opinion_IoT.pdf

https://circabc.europa.eu/sd/a/50d58028-eb1d-487f-87d5-5efb9c76b140/RSPG16-045-Draft_Opinion_IoT.pdf





Best Regards 
 
------------------------------- 
Georg Maunz 
Managing Director 


ArgoNET GmbH 


 








 


 


 


 


 


 


 


 


 


Responses  
 


 JRC welcomes the opportunity to respond to this consultation.  


 JRC asks that the following responses be considered when finalising the text of the 
Spectrum Roadmap for IoT document.  


 JRC highlights that almost all products and services that are offered to Europe's 
citizens, consumers, and businesses rely directly or indirectly on the stable 
provision of electricity and / or gas (gas is used to generate typically 50%1 of the 
UK’s electricity) by critical infrastructure utility operations.  


o It is believed, therefore, that the stable supply of electricity should be very 
high on the list of essential requirements for most citizens, consumers, and 
businesses.  


 The stable supply of electricity relies increasingly on the systems that control the 
electricity grids.  


o Please note that whilst these fixed point-to-point (PtP) and Point-to-Multipoint 
(PtMP) data control systems may be included under the general heading of 
Machine to Machine (M2M), they are more appropriately referred to as 
Resilient M2M (RM2M).  


 Noting the definition: 'IoT refers to the interconnection via the Internet of computing 
devices embedded in everyday objects, enabling them to send and receive data'.  


o It is recommended that the term IoT is therefore not used when referring to 
critical infrastructure utility operations networks. This is because one of the 
easiest methods included to maximise network resilience is for the network 
control systems to not be connected to the Internet, or any other publicly 
accessible networks.  


o The broad terms of IoT and M2M are considered suitable for non-critical 
utility operations systems, e.g. Smart Meters.  


 Noting the examples of Critical Communications systems in Table 2:  


o Not everything within a national infrastructure sector is judged to be 
‘critical’. The UK government’s official definition of critical national 
infrastructure (CNI):  


 ‘Those critical elements of national infrastructure (facilities, systems, 
sites, property, information, people, networks and processes), the loss 
or compromise of which would result in major detrimental impact on 
the availability, delivery or integrity of essential services, leading to 
severe economic or social consequences or to loss of life.’   


                                                 
1 Source: Grid Carbon 


JRC Ltd 
Dean Bradley House 
52 Horseferry Road 
London SW1P 2AF 


United Kingdom 


 +44 (0)20 7706 5199 
 +44 (0)20 7222 0100 


info@JRC.co.uk 
www.JRC.co.uk/about 


JRC Response to  
the consultation  


RSPG  
Draft Opinion on the Spectrum 


Aspects of the Internet-of-
things (IoT) including M2M 



mailto:info@JRC.co.uk





o To avoid ambiguity, it is suggested that the table be sub-divided to, perhaps, 
include the headings of Critical Infrastructure Communications, Safety 
Critical Communications, Mission Critical Communications, and Business 
Critical Communications.  


 This is because the level of criticality of a system will dictate the level 
of resilience required.  


 Best Practice Resilience (‘measures that can be taken to guarantee 
resilience, irrespective of cost’2) is likely to be used for Critical 
Infrastructure Utility Communications, Safety Critical Communications, 
and, perhaps, Mission Critical Communications.  


 Good Practice Resilience (‘measures which can be taken to provide a 
degree of resilience commensurate with the Corporate risk strategy’2) 
is likely to be used for Business Critical Communications.  


o It is recommended that the IoT document highlight the difference between 
Best Practice Resilience and Good Practice Resilience so as to prevent 
potential suppliers from believing that they need to deliver resilience far 
beyond that which may be required:  


 For example, the controlling of systems managing power lines 
carrying up to 400,000 volts are very likely to require Best Practice 
Resilience whereas public mobile systems are only likely to require 
Good Practice Resilience.  


o Critical infrastructure utility communications Best Practice Resilience typically 
includes:  


 100 % coverage of the utility service area, including remote and 
unpopulated areas (e.g. 30 km+ wide-area coverage);  


 Resilient Machine to Machine (RM2M) operation;  


 designed to meet exacting technical requirements, rather than for 
economic gain;  


 instant and guaranteed channel access;  


 ability for very low end-to-end latency, e.g. 10 ms for protection 
circuits;  


 up to 99.99 % link availability (e.g. for power line protection and 
SCADA);  


 link diversity:  


 when the primary route is interrupted, it is essential that the 
diversity route works immediately and correctly;  


 system and transmitted data have high levels of network security and 
integrity, including:  


 no connection to the Internet or other publicly accessible 
systems;  


 hardened to ensure reliable operation in severe environmental 
conditions, including electromagnetic disturbances such a 
lightning strikes;  


                                                 
2 Source: http://www.cpni.gov.uk/documents/publications/undated_pubs/1001002-guide_to_telecomms_resilience_v4.pdf  



http://www.cpni.gov.uk/documents/publications/undated_pubs/1001002-guide_to_telecomms_resilience_v4.pdf





 up to 96 hours power backup;  


 Very closely controlled co-ordination of all systems within the band(s) 
of operation, e.g. using private / single-licensee licensed spectrum;  


 access to sufficient licensed spectrum, in bands with different 
propagation characteristics:  


 the bands may be used for redundant / diversity routing, e.g. 
using two or more wireless links from different sources to a 
remote station;  


 low jitter and synchronous requirements; and  


 longevity of equipment life and support, e.g. 10 to 20 years. 


o Please note that table 2 in the draft Spectrum Roadmap for IoT document 
may include items that do not require critical communications.  


 Further requirements for Smart Grid Systems and Other Radio Systems suitable for 
Utility Operations may be found within ETSI TR 103 401. This will be followed by an 
SRDoc.  


 The ever increasing roll-out of distributed generation, e.g. wind turbines, is putting 
an increasing strain on keeping the existing grids stable. The critical infrastructure 
utility operations therefore need to move to Smart Grid systems.  


 The move to Smart Grids will require a significant increase in data rates. For 
example, and as noted in the IoT document, from the UK’s current 9.6 kbit/s to 64 / 
100 kbit/s (see EN 300 113), and increased spectrum access. An increase to 2 x 3 
MHz of 400 MHz Band private spectrum is predicted for the UK.  


o This, typical, 2 x 3 MHz of 400 MHz Band spectrum requirement for many 
Member States was highlighted by the European Utilities Council (EUTC).  


o The continued use of the 400 MHz band is required because of the low 
environmental impact of the infrastructure (“We thought it was a TV aerial!”) 
and the propagation characteristics of the band.  


o It is understood that several Member States, e.g. The Netherlands, have 
already licensed systems in the 450 MHz band for critical infrastructure use.  


o It should be noted that the average future private spectrum requirements for 
critical infrastructure utility operations networks, including Smart Grids, is 
only likely to be equivalent to approximately 1.5 percent of the 1,200 MHz of 
spectrum identified for public mobile / IMT systems.  


o It is hoped that, when sought, this approximately 1.5% of alternative 
spectrum will not be seen as an excessive resource to keep the lights on, the 
Sunday Dinners cooked, and next door’s children quietly occupied.  


 Noting the comment under Section 6.b. Private Mobile Radio (PMR) networks:  


o “PMR networks (from 30 MHz up to 942 MHz, including the 80 MHz, 150 
MHz and 400 MHz bands) have provided solutions for M2M applications for 
many years.” 


o It should be noted that Critical Infrastructure Utility Operations have up to 50 
years of experience in designing, installing, operating, and maintaining 
resilient machine to machine (RM2M) systems such as those used to 
supervise and control electricity and gas grids. It is therefore suggested that 
each Utility Operation may be best placed to decide which solution(s) should 







be used for its own Smart Grid(s).  


 Also noting the comment:  


o ‘Challenges could be related to the introduction of new technology (e.g. NB-
IoT) with different channel bandwidth (e.g. 200 kHz instead of 25 kHz) or to 
capacity shortage’: 


o It should be noted that the upload data rate (144 kbit/s) of a 200 kHz, so 
called, narrow band LTE system is less than the upload data rate (155 kbit/s) 
of a 50 kHz data system operating to EN 302 561. In this case, the 50 kHz 
systems are therefore approximately 4 times more spectrally efficient than 
the wider bandwidth 200 kHz systems.  


o Also, the 50 kHz systems have a much narrower out-of-band (OOB) impact 
than the OOB impact of 200 kHz systems. Broadband systems have an even 
greater OOB impact on adjacent spectrum.  


 Noting the comment under Section 6.c. Fixed service frequencies:  


o ‘ECC Report 215 (Assessment of the technical feasibility of introducing very 
narrow channel spacing in some existing plans, in guard bands and centre 
gaps of FWS channel arrangement at 6 GHz and 10 GHz) identifies 
additional, licensable, spectrum that may be suitable for low and medium 
data rate M2M systems.’ 


o It should be noted that the definition of ‘narrow channel spacings for FS (25 
kHz to 2 MHz)’ within ECC Report 215 does not reflect the ITU-R’s definition 
of narrow band as being ‘less than 40 kHz of necessary bandwidth’.  


o The repeated inclusion of wide band and broadband channel spacings under 
the narrow band heading within international documents and meetings can 
be confusing. This frequently requires presenters to clarify the channel 
widths when referring to, so called, narrow band systems.  


 Considering the availability of frequencies for IoT:  


 Noting the ‘challenge to make IoT stakeholders aware of their options for accessing 
spectrum’:   


o It may be best to limit the introduction of IoT devices to existing licence 
exempt devices spectrum and to operators supplying IoT services.  


o Careful consideration should be given as to how much additional spectrum 
may be made available for further licence exempt use. This is especially the 
case for IoT technologies whose radio path may not be included within the 
definition of a short-range device (SRD).  


 Finally, there is some concern that senior decision makers could misunderstand 
data transfer requirements and mistakenly believe that only broadband system 
solutions will be acceptable for controlling critical infrastructure smart grids. Whilst it 
may be helpful to have the option of having private broadband radio (PBR) systems, 
e.g. for use within major sub-station sites, it is hoped that this response will 
convince decision makers and potential solution providers that 12.5 / 25 kHz narrow 
band and 150 kHz wide-band systems, including within the 400 MHz Private Mobile 
Radio (PMR) Band, are also very much a part of the long-term solution.  


 


  







Joint Radio Company (JRC):  


JRC Ltd is a wholly owned joint venture between the UK electricity and gas industries 
specifically created to manage the radio spectrum allocations for these industries used to 
support operational, safety, and emergency communications. JRC also represents gas and 
electricity interests to government on radio issues.  


JRC manages blocks of VHF and UHF spectrum for Private Business Radio applications, 
telemetry & tele-control services and network operations. JRC created and manages a 
national cellular plan for co-ordinating frequency assignments for a number of large radio 
networks in the UK. 


JRC also manages a significant number of 1.4 GHz links and is keen for their protection 
and the on-going access to this band.  


The VHF and UHF frequency allocations managed by JRC support telecommunications 
networks to keep the electricity and gas industries in touch with their network assets and 
field engineers throughout the country. The networks provide comprehensive geographical 
coverage to support the operation, installation, maintenance and repair of plant in all 
weather conditions on a 24 hour/365 days per year basis. 


JRC’s Scanning Telemetry Service is used by radio-based Supervision, Control, and Data 
Acquisition (SCADA) networks which control and monitor safety critical gas and electricity 
industry plant and equipment throughout the country. These networks provide resilient and 
reliable communications at all times to unmanned sites and plant in remote locations to 
maintain the integrity of the UK’s energy generation, transmission and distribution.  


JRC works with the Energy Networks Association’s Future Energy Networks Groups 
assessing the ICT implications of Smart Networks, Smart Grids, and Smart Meters. 


Website: www.jrc.co.uk  
 
 



http://www.jrc.co.uk/






Dear RSPG Secretariat, 
 
The 450 Alliance welcomes and appreciates the opportunity to comment on the draft RSPG opinion 
on A Spectrum Roadmap for IoT. 
 
The 450MHz Alliance is an industry association that represents interests of 450 MHz spectrum 
stakeholders. Our members include wireless industry companies such as wireless carriers and 
equipment manufacturers, as well as companies representing various vertical markets for machine-
to-machine communication. The 450MHz Alliance is of the opinion that the natural propagation 
characteristics of the 450 MHz-band make this band very suitable for high reliability and secure 
applications, in particular for IoT applications. Dedicated and focused networks in the 450 MHz-band 
for specific and critical users can deliver tailor made solutions (cost/performance/reliability/ 
coverage) in order to service their millions of IoT applications in the best possible way. In this context 
the 450 Alliance strives to introduce LTE technologies in 450 MHz-band, the current activities in this 
context within 3GPP and CEPT (FM54 & SE7) are supported by the 450MHz Alliance and it members.  
  
Given the potential of the 450 MHz band for specific IoT applications (highly reliable communications 
and utility applications) -even more so when emerging mass market technologies (i.e. LTE) become 
available in the 450 band- the 450 Alliance would appreciate active support by the RPSG of the 
activities within CEPT aimed at the introduction of LTE in this (PAMR) frequency range.  
 
Best regards, 
 
Igor Virker,  
Managing Director 450MHz Alliance 
www.450alliance.org  
 



http://www.450alliance.org/
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Reply to RSPG Opinion for Public Consultation: A Spectrum 
Roadmap for IoT ,    RSPG 16-045 
 


From Simon Forge, SCF Associates Ltd, Novembre 2016 
 
SUMMARY 


1. It would be useful if the Opinion document could focus on those economic foundations 
that will underpin the IoT – that is, a very low cost business case with enormous 
freedom to innovate in prototypes and bring first production versions to market quickly.  


 
2. That would require free use of spectrum, without licence fees and minimal technical 


compliance rules.  However, the consultation document’s proposals and conclusions 
do not include the need for new and wider bands for LICENCE EXEMPT spectrum, 
well beyond the current minimal allowances. LICENCE EXEMPT bands would meet 
the need for lowest cost and rapid market entry. 


 
3. Use of the spectrum for the IoT should reflect the actual uses of the IoT. The major 


applications are industrial, including the utilities (electricity, gas, water, sewage, oil). 
This implies that data rates may range between 10 bits per hour and 1Mbps with the 
majority being under 20kbps.  


 
4. As many applications may require long distance propagation ranges, eg of the order of 


a large EU Member State, for utility management, lower frequencies than suggested in 
the diagram on page 3 are more likely to become optimal. 


 
5. The four factors above point to the need for LICENCE EXEMPT bands across a far 


wider swathe of the spectrum than UHF and 3 - 5GHz. These will tend to be not so 
much the centimetric and millimetric bands but VHF, HF and lower bands, to provide 
longer distance propagation with lower attenuation, as afforded by such bands. 


 
6. This implies a much lighter authorisation framework than that suggested in the 


consultation document (which is unlikely to enable the IoT but more likely to constrain 
it). A  LICENCE EXEMPT regulatory regime would only require agreed technical 
conditions to be met on interference, and so makes economic sense as it can be:- 


� Rapid in compliance 
� Low cost 
� Universal across the EU, and later globally 


 
7. The use of lower frequency bands will require increased R&D efforts into the technical 


solutions for compact antenna design, beyond current levels. 
 


8. Industrial applications may form 90% of all applications. So industrial applications need 
to be shown as main element in the user sector table on Page 4, as they are currently 
absent. Other applications may be further away and less in economic significance. 


 
9. The relationship between what is being proposed for so-called ‘5G’ and the 


mainstream IoT applications is tenuous. The mobile and entertainments industries, 
their chip suppliers and some regulators, such as the FCC, expect 5G to offer, by 
2020:  high bandwidth, of the order of 1Gbps; use of the millimetric frequencies up to 
100GHz; and low latency of less than 1microsecond. Such specifications are ideal for 
streaming video on demand (SVOD) including video games. However the relation 
between IoT requirements and 5G technical performance goals seems fragile. Also, 
just how rural coverage equal to urban may be achieved seems quite unclear. 


(The topic of Spectrum for the IoT is currently the subject of a study by SCF Associates Ltd.) 
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1 The focus of the RSPG Opinion Paper needs to chan ge 
 
In general the Opinion paper tends to look back at previous and existing applications, not the 
future possibilities. Moving away from the spectrum allocation norms of the last hundred years 
will be a key priority as the Internet of Things becomes a reality.  
 
However this movement towards unlicensed spectrum, although spearheaded by the IoT, is 
likely to become more general as the demand for the business use of the radio spectrum 
expands. The economic advantages of unlicensed spectrum will become increasingly evident, 
as the added value of Wi-Fi in unlicensed bands has amply demonstrated.  
 
Although the Internet of Things is still emerging (so it is also referred to as machine to 
machine, M2M, communications) some major trends are becoming distinct that can be used to 
indicate the spectrum needs. 
 
For optimal spectrum allocation, it is necessary to examine the practical implications of 
building IoT networks in terms of their demands for spectrum, from the viewpoint of their 
systems and architectures, with the standards that are emerging. There is a the further factor  
of the wider attractiveness of such allocations for all types of services as well as the 
implications for regulatory authorities of such a fundamental change to spectrum allocation 
 
In many applications, the IoT is evolving towards an industrial radio network for the outdoors 
and extreme environments, as much as for in-building domestic devices for the consumer1. 
[GE,2016]. Many IoT network systems may use some basic Internet communications 
protocols but may never communicate with the Internet or the World Wide Web. Such 
configurations contrast with the web platforms for multimedia documents, with hyperlinks 
connected over fixed line broadband.  
 
So a perspective from control engineering using radio communications is perhaps a more 
useful model for the IoT than the consumer Internet. Few fully coherent approaches to 
implementing the IoT have been proposed, that would apply across all the many types of 
possible applications – and probably never will be – as leading industries pick their own 
winners2 [ITU-GSR 2015].  Consequently, its spectrum demands are likely to be driven by 
quite different applications and usage contexts to ‘indoors and sheltered’ multimedia 
document delivery patterns for human interaction over broadband Internet access.   
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
                                                 
1 GE-2016, Welcome to the Industrial Internet, General Electric Automation, from  
www.geautomation.com/industrial-internet 
2 ITU-GSR 2015, Global Symposium for Regulators, GSR Discussion paper: Ian Brown, OII, Regulation and the 
Internet of Things. International Telecommunication Union, Geneva. 
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2 Communications patterns describe the focus of IoT  spectrum demands 
 
The IoT’s communications patterns are also quite different to those of a mobile voice or data 
channel for human communications, commonly being bursts of data3.  
 
Dropped packets and dropped calls are frequent in today’s mobile cellular voice, image and 
video networks, while low resilience and reliability of its services (perhaps below 99% up time) 
are acceptable to consumers.  These differences are compared in the brief summary table 
below in a wider range of comparators for environments, performance and purpose for the 
three major types of networks:- 
 
Table 1 Comparison of today’s Web and Internet with  tomorrow’s IoT 
Attribute or 
factor 


Internet and Web 
technology 


Mobile cellular 
technologies 


IoT technology 


Basic technology Information Technology                                            Mobile cellular technology Control system and process 
technology 


Power supply Single or 3-phase AC, 
UPS, devices with 
rechargeable batteries 


Single or 3-phase AC, UPS, 
devices with rechargeable 
batteries 


May be DC only;  battery for 
life or rarely changed or 
recharged 


Radio environment Usually benign Relatively benign Possibly very high 
interference 


Bandwidth required High throughput 
demanded – perhaps 
Gbps continuous 
streaming 


High speed data (up to 
10Mbps commonly, Gbps 
Future) 


Low data rate normal and 
acceptable – perhaps kbps, 
for short messaging 


Operational 
environment 


Sheltered, and controlled, 
indoor 


Indoors and street Exposed outdoor / hostile 
indoor 


System/component 
lifetime  


3-5years 3-5years 5-20 years 


Standards and 
maturity 


Industry standards, 
methodologies and 
architectures; largely 
stable            


Industry standards, 
methodologies and 
architectures; largely stable           


Systems by vertical sector, 
still emerging 


Maximum impact of  
failure 


Loss of data/ privacy                                                         Loss of conversation/ 
download/ short message 


Loss of life/ major capital 
assets 


Recovery process Simple reboot                                            Await reconnection Fault tolerance essential 
QoS: performance 
dependability 
required 


Long latency delays and 
packet loss accepted 
(best effort, no 
guarantees)                                                  


Long latency delays, dropped 
calls and packets accepted 
(best effort, no guarantees)                                                  


Delays are serious concern 
if outside set limits and lost 
packets should be 
recoverable 


Configuration 
management 


Many upgrades and 
patches; may be 
automated                            


Random for consumer 
devices; many upgrades and 
patches for network 


Upgrade/ patching can be a 
major process - perhaps 
only by vendor 


 
Thus the IoT’s functionality is in many ways very different both to the existing Internet and to 
current commercial mobile cellular networks, although both might be used to some extent – for 
instance 2G GSM might offers a cheaper simpler network than 3G or LTE while Internet 
protocols over Wi-Fi are used in some industrial applications. Note that the mobile industry 
sees its cellular version of 5G as the basis of the IoT4. 
 
 


                                                 
3 Radio Spectrum for the Internet of Things (2016), Info, Vol. 18, No. 1, pp67-84, S. Forge 
4 Tim Skinner,Telecoms.com Intelligence, (2016),  The Road to 5G - Outlook 2016  - strong support for the IoT  is 
the most important feature of 5G according to a third of respondents to a survey of  800 telecommunications 
industry professionals polled globally, 2016 in the telecommunications equipment supply and operating sector. 
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3 A deeper analysis is necessary as  fragmentation of IoT architectures dictates 
a variety of optimal spectrum ranges 
 
As emphasised above, the requirements and scope of the IoT are far wider than the Internet in 
the breadth of physical implementations and performance demands. While the Internet has a 
single universal identification scheme with its DNS design for example, the architecture for an 
IoT RFID-tag based identification system (using a tree naming mechanism) may take a variety 
of quite different forms. Its network architecture must be scoped to map on to the physical 
infrastructure that its user industry employs, be it a sewage treatment works or an airliner. 
Thus IoT network architectures will differ widely among themselves, as they each must model 
a different real-world problem. 
 
However there are some operational similarities. Most IoT systems must respond to real-world 
events, typically the change of state of a monitored parameter, so the most likely architecture 
will be event-driven. That implies the IoT architecture has to be fairly different to the standard 
Internet architecture. It should offer predictable and reliable latency and guaranteed delivery  
(not just ‘best–effort’) in order to efficiently and safely control energy grids, transport systems, 
manufacturing and processing plant, urban environments, smart buildings, homes and 
hospitals as well as to monitor environmental parameters on land and sea. Control systems 
for a process plant with a sensor-based network and programmable logic controller may 
require a specific master-slave design.  
 
The basic Internet could be used but is not ideal. Thus for an IoT architecture, some strong 
differences become apparent to the web layered architecture with its applications employing 
extensions of mark-up languages for documents - difficult to implement for IoT systems 
although not impossible. The requirements for high reliability and consistent and known time 
delays also tell against mobile cellular, as may cost. 
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4 General Implications for regulators – more co-ord ination and monitoring with 
extra guidelines for users 
 
The fundamental change is in the way NRAs have traditionally managed spectrum. The old 
(and often current) regime of spectrum regulation in general is to:- 
 


• Forbid everything 
• Only permit explicit exceptions with a licence or grant that implies ownership to one 


entity and excludes all other users. 
 
The new regime for spectrum management may instead be to:- 
 


• Allow anything 
• Only forbid operations in explicit cases of interference to other users. 


 
This implies novel regulator roles and factors to be taken into account for spectrum allocation 
and assignment decisions, with:- 
 
Table 2 – the future spectrum manager – an NRA for licence exempt operations 
 


Attribute Traditional NRA  Future NRA  
Role of Regulator  Controller and commander  Coordinator and facilitator  
Decision Criteria  How many users  How much interference  
Basis for decision Marketable property –  restricted 


economic benefit from sale  


Publicly owned commodity - 
widespread economic benefit 
from sharing  


 
Implications for NRAs in this type of regime may be summarised as:- 
 
1 Reshape existing licences (for all forms of spectrum management) with subletting clauses 
added for sharing spectrum - possibly dynamically 
 
2 Public services’ spectrum with command and control grants or licences in perpetuity may 
perhaps evolve with:- 
 


• Incentives to sublet/share, eg with AIP (administered incentive pricing [Ofcom 2009]) 
• Incentives to relinquish spectrum altogether, possibly with a commons emphasised 


(also with use of AIP) 
• Technical audits of efficient usage through regular reviews for those with mandates to 


their spectrum. 
 
3.  More “active” regulatory role in deployment of licence exempt radio technologies:- 


• Greater international co-operation for harmonised LE allocations 
• National interference monitoring programmes 
• Type testing laboratories and rigs for interference level conformance, for pre-set 


power, duty cycle and pass-band frequency specifications, for both receivers and 
transmitters, under NRA aegis, perhaps via sub-contracted local laboratories. 


 
4. Gradually a move to less regulatory activity on auctions, lotteries, etc, for commercial 


licences and trading 
 
This is already happening to some extent inside a few EU NRAs. 
 
Spectrum for the IoT is currently the subject of a major investigation by SCF Associates Ltd, 
pursued over the last two years and due to report n ext year. 
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Comments to RSPG document « A Spectrum Roadmap for IoT – Draft Opinion on the 


Spectrum Aspects of the Internet-of-things (IoT) including M2M » 


 


Eutelsat welcomes the opportunity to contribute to the RSPG draft opinion and would like to offer the 


following comments: 


 


- The development of IoT/M2M services is correlated to requirements in terms of coverage, energy 


consumption, mobility, latency and costs, which cannot be met without technological mix. Coverage is 


one of the most valuable advantages of satellite technology. At an altitude of 500 kilometers, one 


satellite can see an area of over 2000 km in diameter, whereas the range of a terrestrial radio cell will 


not go beyond a few dozen kilometers. Satellite technology thereby is well adapted to business activities 


with broad footprints such as freight logistics, by land, air and sea. It is also relevant to connect far 


distant places (off-shore platforms, Poles, isolated islands, etc.).   


- In this spirit, Eutelsat supports the idea that, in such an innovative field as IoT, “it is important to 


ensure, in the long term, that access to the spectrum is not a barrier for the entry of new players” 


(Annex, point 4). Satellite systems are to play a growing part in offering IoT/M2M services, including as 


complement and back-up for terrestrial networks. Eutelsat is involved in advanced discussions with 


LPWAN operators and manufacturers regarding future LEO constellations. 


- About point 2 page 2, Eutelsat wants to stress that spectrum availability is already an issue for satellite 


operators and that existing frequencies for satellite use are not sufficient nor always adequate to 


operate satellite-based IoT/M2M services. These will be best offered using sub-GHz frequencies. For its 


projects, Eutelsat evaluates a minimum 2 MHz need by 2019 in the 800/900 MHz bands, in a 


harmonized approach at the most global level possible. Access to the 862-863 MHz band is being 


considered within CEPT. In this band, Eutelsat confirms its needs of 1 MHz for its own particular 


purposes. Access to the 915-921 MHz band is a vital necessity too. In this band also, Eutelsat needs at 


least 1 MHz.  


- Satellite technology is characterized by specific features implying various stringent constraints. Satellite 


systems cannot easily cohabit with terrestrial systems in the same spectrum bands as satellite terminals 


must emit with higher power than terrestrial ones so that the radio signal can reach space. Thus, even if 


satellite systems, which provide broad coverage, operate with low terminal deployment densities, there 


are major interference risks at stake. This should be taken in due account in dealing with the 


“complementary mix of general and individual authorization for spectrum access” (point 5, page 3). 


 


All in all, Eutelsat supports the overall objective of the RSPG draft opinion, provided the above 


comments, which invite to further consider both the importance of satellite-based IoT/M2M and the 


corresponding need for exclusive bandwidth, in particular within sub-GHz range. 
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11 January 2017 
 
 


Subject: Comments to RSPG document “A Spectrum Roadmap for IoT - Draft Opinion on the 
Spectrum Aspects of the Internet-of-things (IoT) including M2M”. 
 


Dear Sir, Madam, 


The European Space Agency (ESA) welcomes the opportunity to contribute to the RSPG 
document “A Spectrum Roadmap for IoT - Draft Opinion on the Spectrum Aspects of the 
Internet-of-things (IoT) including M2M”. 
 
Based on consultations with various European industrial partners, ESA would like to offer the 
following comments on the draft opinion: 
 


a. Regarding the RSPG opinion on IoT (point 1, page 2) 
 


ESA supports this point of the draft opinion, in particular the statement that there will be 
heterogeneous solutions required. Satellite-based M2M/IoT will be one of those solutions, and 
shall therefore be part of any considerations on spectrum availability and access. 
 


b. Regarding the RSPG opinion on IoT (point 2, page 2) 
 


This point states that the availability of spectrum is currently not constraining the growth of 
IoT. ESA does not support this statement from the perspective of IoT/M2M services 
implemented via satellite systems, for reasons listed below: 


- Only a limited number of spectrum allocations for space services are currently available and 


suitable for M2M/IoT usage. Like in terrestrial communications, low power M2M and IoT can 


be best offered using sub-GHz frequencies, for which there are very limited allocations for 


space services.  


- With regards to M2M/IoT services offered using higher frequency bands which allocated to 


space services and using antennas with limited directivity, there are some stringent constraints 


with regards to the protection of other services. 


- The few suitable frequency bands which are allocated to satellite services are all taken by 


satellite filings from incumbent M2M/IoT services, mostly offered by U.S. providers. 
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Coordination to allow new players (as desired by the RSPG draft opinion) to use such 


allocations will be extremely difficult. 


 


c. Regarding the RSPG opinion on IoT (point 5, page 3) 
 


The figure which lists a number of spectrum ranges for terrestrial M2M/IoT. It is suggested to 
indicate also which spectrum ranges are available for satellite M2M/IoT , including the 
realistic availability of these frequency ranges.  
 


d. Regarding the RSPG opinion on IoT (point 8, page 3) 
 
We fully support this point which addresses the need to make M2M/IoT stakeholders more 


aware of their options. In particular for new players in the area of satellite M2M/IoT, the 


access to spectrum is further complicated by the mechanisms of satellite filings and global 


frequency coordination. 


 


e. With regards to the Annex, section 4 


 


ESA does not support the statement that “there is no scarcity of spectrum for IoT”, for reasons 


listed above. 


 


f. With regards to the Annex section 6, point d 


 


A considerable number of European entities are planning to offer M2M/IoT services via 


satellite. These entities struggle to obtain spectrum which is suitable for long-range, low-


power M2M/IoT applications.  At the same time there are a number of use cases which can 


only be satisfied using satellite-based M2M/IoT services. 


 


ESA is therefore of the opinion that efforts to find additional spectrum for M2M/IoT satellite 


services have a high priority.   Usage of such new spectrum could be space-to-earth, earth-to-


space or both. 


 


Such initiatives are already discussed within CEPT FM, FM44, and within the related M2M/IoT 


CEPT correspondence group (“M2M-via-satellite”) but are not reflected in this draft opinion. 
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General recommendation 


 


ESA supports the overall objective of the draft RSPG opinion.  


 


However, ESA urges to consider more explicitly the role that satellite–based M2M/IoT 


systems can play.  Satellite-based M2M/IoT can offer a complementary role to terrestrial 


M2M/IoT, and also offer services in regions that cannot be covered economically or are very 


remote.  


 


ESA considered that there is a scarcity of suitable spectrum for satellite-based M2M/IoT 


systems, in contrast to what is stated in this draft opinion. Such spectrum should be suited to 


work with very-low power device. The RSPG is kindly requested to consider and support 


specific regulatory initiatives that address the current space services spectrum scarcity which 


hinders innovative M2M/IoT satellites to emerge. Such regulatory initiatives would support a 


number of European industrial efforts.  


 


Respectfully submitted, 


 


Edoardo Marelli 
ESA Frequency Management Office  
ESTEC/European Space Agency 
PO Box 299,  2200 AG,  Noordwijk,  
The Netherlands 
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Huawei response to the 
Radio Spectrum Policy Group public consultation: 


“A Spectrum Roadmap for IoT” 
 
 


Summary 
 
Huawei welcomes the opportunity to provide feedback on this very important consultation on 
a spectrum roadmap for IoT. This document describes our views on the proposed draft 
Opinion on the spectrum aspects of the Internet of things (IoT) including machine-to-
machine (M2M) communications.  
 
In the context of the proposed roadmap, we specifically highlight two aspects which relate to 
a) cellular V2X (C-V2X) communications for intelligent transport systems (ITS) and b) the 
deployment of the NB-IoT technology in spectrum harmonised for electronic communication 
services (ECS), respectively. 
 
In relation to C-V2X, we encourage the RSPG and Member States to consider alternatives to 
the general authorisation model in spectrum harmonised for ITS for vehicle-to-vehicle, 
vehicle-to-pedestrian, and vehicle-to-infrastructure1 (so-called V2V/I/P) communications. 
Such alternatives are particularly important for safety-related ITS, and would enable the 
owners of the spectrum usage rights to control the access to the spectrum and to better 
manage scenarios potentially resulting in harmful interference. 
 
In relation to NB-IoT, we believe it is evident that – at least for its in-band and standalone 
modes of operation – the existing European regulatory technical conditions for spectrum 
harmonised for ECS are appropriate to manage any risk of harmful interference. We 
encourage the RSPG and Member States to ensure that – if at all needed – any 
amendments to the relevant EC/ECC Decisions are expedited, as any undue delays in the 
deployment of NB-IoT would have severe implications in disadvantaging EU industry 
verticals, citizens and consumers. 
 
 


  


                                                      
1
 Note that vehicle-to-infrastructure (V2I) refers to roadside infrastructure and is distinct from vehicle-


to-network (V2N) communications which will use existing/future spectrum harmonised for ECS and 
licensed to mobile network operators. 
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RSPG Opinion on IoT 
 
1. IoT is heterogeneous, encompassing multiple applications and operational requirements. 
There is no single solution for access to spectrum that fits all these possible use cases since 
their technical requirements differ dramatically, for example regarding data rate, reliability, 
range and output power.  
 
We agree. 
 
2. Although the availability of frequencies is not currently constraining the growth of IoT, the 
continued growth of IoT applications creates an increased demand for access to spectrum. 
However, the quantity and type of spectrum access required will depend on the operational 
requirements and use cases. Therefore, there is work underway to make further spectrum 
bands accessible for IoT. For these reasons, the RSPG does not foresee a scarcity of 
spectrum for IoT, but will continue to review the evolution of spectrum demand for IoT.  
 
We agree. 
 
3.  Global economies of scale are important for emerging technologies, and Europe can 


benefit from these in three principle areas where spectrum is already widely available: 
bands for Short Range Devices, Mobile bands and those for WiFi (WAS/RLAN).  


 
We agree. 
 
4.  Collaboration by RSPG members can help realise further economies of scale in other 


bands. Further spectrum harmonisation and intervention is not needed for this – and may 
be counter-productive – but to guide its members, the RSPG proposes a roadmap for IoT 
spectrum access in Europe that reflects the various use cases and scenarios. Common 
focus on the bands in this roadmap could facilitate these further economies of scale, 
where currently they are only available on a national basis. This roadmap, and some of 
these bands are discussed further in the Annex.  


 
We welcome the RSPG’s proposed roadmap for IoT spectrum access, as outlined in the 
Annex of the consultation document. In the context of this roadmap, we would like to 
especially highlight the following two cases: 
 
a) V2X (V2V/V2I/V2P) communications for safety-related intelligent transport systems and 


appropriate authorisation models in spectrum harmonised for ITS. Please see our 
response under draft Opinion 5. 


 
b) NB-IoT as a key technology for the support of M2M communications and the efficient use 


of spectrum harmonised for ECS. Please see our response under draft Opinion 7.  
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5.  A complementary mix of general and individual authorisation for spectrum access will be 
needed to ensure that IoT has access to spectrum. There is no single authorisation 
framework and no single set of technical conditions for access to spectrum, which would 
cater for all possible demands.  


 
We broadly agree with the above Opinion. 
 
Many use cases of the IoT involve delay-tolerant applications. These can be readily 
supported through licence-exempt (general) authorisation for access to the radio spectrum, 
whereby equipment belonging to a variety of users operate on a non-interference non-
protected basis.  


 
However, certain important use cases of the IoT will involve delay-sensitive applications with 
high availability requirements. Examples include radio telemetry for the operation of national 
utility infrastructures (Smart Grid), the remote control of industrial processes (Smart Factory), 
and safety-related intelligent transport systems. The nature of these applications demands 
licensed (individual) authorisation for access to spectrum for use by M2M communications, 
whereby the quality of service can be appropriately guaranteed.  
 
With the predicted explosive growth of the IoT globally, it is important that a sufficient 
amount of spectrum is available in Europe for M2M communications.  
 
We expect that there will be sufficient harmonised spectrum available for licence-exempt use 
by the IoT in Europe. These include the 863-870 MHz, 2400-2483.5 MHz, 5150-5350 and 
5470-5725 MHz bands.  
 
We also believe that harmonised spectrum that is designated for electronic communication 
services (ECS) is suitable for licensed use for the IoT. This is because it allows the quality of 
service to be effectively managed by the network operator, and enables the economies of 
scale for existing mobile network hardware and infrastructure deployments to be exploited. 
 
In the light of the above, we would like to highlight the special case of ITS, and Cellular V2X 
(C-V2X) technologies. C-V2X can provide all ITS Day One Services and future end-to-end 
communication needs, and encompasses two interfaces: (a) a wide area network LTE 
interface that connects end-user devices and vehicles to eNBs and the core network to 
provide existing WWAN/Internet, and vehicle to network (V2N) services; and (b) a direct 
communications interface that connects vehicles (V2V), roadside infrastructure (V2I) and 
pedestrians and other vulnerable road users (V2P) directly with each other, providing low-
latency, high-reliability vehicular (aka V2X or V2V/I/P) services. 
 
Here, V2N services can be supported by spectrum harmonised for ECS and already 
licensed to Mobile Network Operators. These networks will continue to evolve from LTE to 
5G and with that they will use additional licensed spectrum as that becomes available.   
 
The V2V/I/P services, on the other hand, benefit immensely from spectrum harmonised for 
ITS which allows vehicles, road side infrastructure, and vulnerable road users to directly 
communicate with each other independently of any MNO relationship and cellular network 
availability. The 5875-5905 MHz spectrum is harmonised for safety-related ITS across 
Europe, and is therefore ideal for V2V/I/P services delivered by C-V2X direct 
communications. 
   
However, this spectrum is available on a license-exempt basis. That is to say, the spectrum 
is available to all technologies and equipments which comply with the relevant regulatory 
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technical conditions. As such, the matter of co-channel coexistence between C-V2X and 
IEEE 802.11p is of particular importance. We are encouraged by the initial coexistence 
studies by 3GPP and support the development of technical measures to ensure that C-V2X 
and 802.11p can fairly co-exist in the ITS 5.9 GHz band.  Examples of these include “mutual 
detect and avoid” mechanisms whereby C-V2X and 802.11p detect each other and switch 
channels accordingly thereby avoiding co-channel operation. It is expected that such 
mechanisms will be specified at ETSI.   
 
Nevertheless, we would like to highlight that licence exemption (i.e., operation on a non-
protected basis in a spectrum public commons) is not the only possible authorisation model 
here, especially in the context of safety-related ITS. This is because while mechanisms such 
as “detect and avoid” can mitigate the risk of mutual harmful interference between C-V2X 
and 802.11p, there are still likely to be scenarios where system performance and level of 
reliability of each technology is degraded.  
 
We encourage RSPG to consider alternatives to licence-exemption/general authorisation 
regimes for V2V/I/P services in spectrum harmonised for ITS. Such alternatives would allow 
the owners of the spectrum usage rights to control the access to the spectrum by the ITS 
technologies and to better manage scenarios potentially resulting in harmful interference for 
safety-related ITS. 
 
6. IoT encompasses a broader set of applications and use cases than those enabled by 5G. 


However, new IoT use cases will be enabled by 5G since some specific IoT functionality 
will be designed into 5G from the start, with features including network slicing, low energy 
consumption and scalability. 


 
By enabling ultra-reliable/low-latency and massive machine-type communications in a range 
of deployment scenarios and authorisation models, 5G is expected to support the radio 
access for all IoT applications and use cases.  
 
For this reason, we do not agree with the premise of the first sentence. We suggest that the 
first sentence is deleted.  
 
7.  Frequencies allocated or identified for ECS (mobile networks) may be used for emerging 


IoT applications and services. Following the principle of technology neutrality, it should be 
ensured that the existing harmonised technical solutions fit with those for IoT. In this 
regard, the RSPG notes that the ECC is assessing whether the current technical 
conditions of ECS harmonised bands should be adapted to NB-IoT, LTE-based IoT and 
broadband IoT.  


 
We welcome the RSPG’s reference to the work at ECC in assessing whether the current 
technical conditions in ECS harmonised bands should be adapted to NB-IoT. 
 
We note that NB-IoT is an innovative and powerful technology for the provision of low-cost 
M2M communications, specified by 3GPP, and optimised for the efficient use of spectrum 
harmonised for ECS.  
 
We believe it is important for Member States to ensure that regulatory technical conditions 
do not unduly delay or restrict the deployment of NB-IoT in bands harmonised for ECS, as 
this can place Europe at a considerable disadvantage at a critical stage in the global growth 
of the IoT. 
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There is broad consensus that the technology-neutral European regulatory conditions in 
bands harmonised for ECS are appropriate for in-band NB-IoT (where NB-IoT carriers 
substitute LTE resource blocks). Such bands include 700, 800, 2600, and 3500 MHz. 
 
As for standalone NB-IoT in the 900/1800 MHz bands, it is clearly evident that any harmful 
interference caused by NB-IoT would be no greater than that caused by existing use of the 
said bands by GSM. As such, the existing European regulatory technical conditions for GSM 
at 900/1800 MHz are also appropriate for standalone NB-IoT.  
 
The fact that the Commission Implementing Decision 2011/251/EU and ECC Decision 
(06)13 specify the regulatory conditions for GSM with reference to the ETSI Harmonised 
Standards for GSM, while NB-IoT is itself addressed in the ETSI Harmonised Standards for 
LTE, is essentially an issue of regulatory drafting, and is not a substantive issue in the 
context of any risk of harmful interference.  
 
For this reason we encourage the RSPG and Member States to expedite any required 
revision of the text of 2011/251/EU and ECC(06)13 to correct this drafting discrepancy, and 
thereby avoid unnecessary delays in the deployment of NB-IoT which would otherwise result 
in significant costs to EU industry verticals, citizens and consumers. 
 
8.  It is a separate challenge to make IoT stakeholders aware of their options for accessing 


spectrum, particularly since the heterogeneous nature of IoT means that stakeholders 
may not be familiar with spectrum management regimes, availability of frequencies and 
conditions of use. RSPG members will consider their frameworks for spectrum 
management from the IoT perspective, and seek to explain the opportunities for spectrum 
access for IoT.  


 
We acknowledge this challenge, and would welcome and support any initiatives by the 
RSPG and Member States to enhance the awareness of the industry verticals in relation to 
the various options (and tradeoffs) available to them for the use of the radio spectrum.   
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Qorvo Inc. 
Qorvo is a major supplier of RF components and subsystems serving a wide range of 
markets and users, including mobile, infrastructure and defense using a variety of RF 
technologies. Qorvo components find application is such diverse products are 
smartphones, sensors for smart grids, cellular base stations and satellites. Qorvo is a 
major supplier to the cellular industry as  well as to suppliers of license exempt 
communications technologies. Further information can be found in this products 
brochure  and at www.qorvo.com. 


Qorvo concurs with the broadly shared expectations regarding the growth and 
maturation of the Internet of Things technologies and applications. The comments are 
motivated by these expectations. 


Executive Summary 
 The RSPG is to be applauded for addressing this important subject. Industry, 


providers and users are well served with a long term view of spectrum provisions 
for this major growth area. It is a necessary basis for continued investments in 
systems, services and applications. 


 The RSPG correctly recognizes that the cellular industry and providers have been 
served well with a very generous allocations of approximately 1200MHz of licensed 
spectrum in all segments of the sub-5GHz space. There is ample opportunity for the 
cellular industry to deploy a variety of IoT oriented products and services aimed at a 
broad range of IoT applications – covering narrowband, wide area as well as 
broadband, short range usage. 


 The RSPG is not correct in its assessment that there is no shortage of license exempt 
spectrum for IoT/M2M applications or that such shortage is not likely in the near 
term. Compared to the 1200MHz cited above, the amount of license exempt 
spectrum is very limited: 107,5MHz of which 83,5MHz is shared with ISM 
applications. Developers of large scale IoT applications (e.g. city level management 
of energy street lighting and parking) have been faced with limited spectrum 
options in the sub-GHz range.  


 SRDs are a very useful type of device for a variety of IoT/M2M applications. 
Spectrum allocations should take that into consideration. 


 The emergence of “verticals” – large scale facilities which need both long range and 
short range IoT/M2M solutions are faced with limited options to deploy their own 
solutions tailored to their operating needs – creates another type of spectrum 
demand that is not easily accommodated by the existing regulations which are 
focused on “Short Range Devices” (SRDs).  


 Innovation and the development of new communications for IoT/M2M applications 
is well served with a solid prospect of spectrum availability across a variety of 
frequency bands matched to operational needs. A fixed percentage per frequency 
range of licensed spectrum dedicated to IoT/M2M use would serve that purpose. 



http://www.qorvo.com/
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 Given the range of technologies – including  ECS  technologies as well as bespoke 
systems – available  for IoT/M2M communications, adequate spectrum availability 
is required to allow users and system designers to choose the technology best 
suited to their needs. 


 Although cognitive radio technology may ease the sharing of spectrum, the role of 
spectrum management, possibly based on new authorization models, remains 
important as a potential facilitator for efficient spectrum use. 


 Although EU is a large market by any measure, it is just one part of a large world-
wide market for IoT technologies and applications. This is exemplified by the 
emergence of world-wide cooperation on IoT application standards. Therefore, 
alignment of frequency bands and technical conditions with other regions should be 
a major consideration in the further development of the Spectrum Roadmap for IoT. 


 


Comments on the text of the draft Opinion  


1) pages 2 and 3 


Item 2 states that “work is underway to make further spectrum bands accessible for IoT”. 


Although encouraging, this statement lacks a reference to the actual work being done, 
the frequencies under consideration and the context in which it is done. 


Item 3 states that “spectrum [for IoT applications] is already widely available: bands for 


Short Range Devices, Mobile bands and those for Wi-Fi (WAS/RLAN)”  


Although this is correct it is also true that the bands for Short Range Devices and Wi-Fi 
below 5GHz are  not only heavily used, they are also a small fraction – less than 10% – of  
the  spectrum available for licensed ECS use. The economic impact of this asymmetry is of 
comparable magnitude: the capacity available for private use is limited which in turn 
severely limits the options of IoT users to avoid the use of fee-based commercial IoT 
services. 


Item 4 states that “[…the] roadmap could further facilitate these further economies of 
scale where currently they are only available on a national basis”. 


This text seems to confuse harmonization of spectrum availability  - which, ideally, one 
should take for granted in the EU perspective – and the specifics of spectrum availability. 
As noted above it is necessary to designate a variety of spectrum bands for IoT use. 


Further Qorvo disagrees with the suggestion that WAS/RLANs should be considered as 
part of the “IoT space”  and with the inclusion of the 5GHz WAS/RLAN bands in the “IoT 
spectrum (roadmap).  In fact, the 5GHz bands are allocated to the Mobile Service and 
WAS/RLANs have a key role in mobile and local Internet access. The spectrum utilization 
parameters of WAS/RLANs are very different from and in many case incompatible with 
those of IoT/M2M access systems. 
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Item 5 states that “There is no single authorization framework and  no single set of 
technical conditions for access to spectrum which would cater for all possible [IoT] 
demands.” 


Qorvo fully agrees with this statement and recommends that a variety of harmonised 
authorization methods is developed which cover a range of possibilities – from exclusive 
authorization through registered use only to fully license exempt. Further, new 
authorization methods may be needed, e.g. a vertical authorization that contains a 
package of frequency bands dedicated for a given geographical location or campus and 
including adequate boundary conditions such as Band Edge Masks and geo-boundary RF 
power limits. A possibly useful model for a flexible authorization regime is the “Citizens 
Broadband Radio Service” of the FCC (FCC 15-047) which combines an occupancy data 
base and a number of authorization options. 


Item 7 states that “Frequencies allocated or identified for ECS (mobile networks) may be 
used for emerging IoT applications and services. Following the principle of technology 
neutrality, it should be ensured that the existing harmonised technical solutions fit with 
those for IoT.” 


The reference to “existing harmonised technical solutions “ is in direct conflict with the 
notion of technology neutrality: the existing harmonised solutions are all technology 
specific: the ENs for ECS frequency bands are based on 3GPP standards. This is not 
necessarily detrimental; in fact, efficient spectrum usage is served best with a single type 
of technology. Therefore, adaptation of the current technical conditions for the 
harmonised ECS bands so as to accommodate other technologies will not provide the 
benefits expected. Instead, allowing a fraction of an ECS bands to be used by other 
technologies could be beneficial - given that they comply with certain regulatory criteria  
such as in-band power limits and Block Edge Masks. This fraction may vary with time to 
allow adaptation to market developments. 


Item 8 states that the RSPG members “….may seek to explain the opportunities for 
spectrum access for IoT”. 


Qorvo agrees with this approach and suggests that it be considered to broaden it into a 
two-way sharing of information that supports the further development of this important 
subject. 


2) Annex 


Section 1, Defining IoT 


This section concludes with “For the purposes of this overview and taking into account 
similar recent work in BEREC, it was not considered necessary to determine specific 
definitions for IoT/M2M. The intention is to take an inclusive view of connected devices 
and the spectrum they need.” 


Qorvo concurs with the general idea expressed here but considers the “inclusive” view of 
IoT/M2M as including all kinds of connected devices as potentially confusing and 
detrimental to the issue of spectrum for IoT/M2M applications. As noted above we 
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consider WAS/RLAN devices and applications to be distinct from IoT/M2M  in general, 
mostly because of the type of services that these are used for – private and/or personal 
broadband communications. This distinction is reflected in tables of Section 2 of the 
Annex to the draft Opinion. 


Section 3, Multiple frequency bands, opportunities for both general and individual 
authorisation models  


Although this section opens with the statement that different authorization models may 
be needed to service various use cases and operational requirements, it proceeds to 
discuss only two extreme cases: general authorization based on a small set of technical 
requirements and individual authorization for a variety of applications. The general 
authorization is assumed to apply to “consumer IoT”, the individual authorization is 
assumed to apply to professional and commercial communications services. 


As noted above, Qorvo sees the need for a broader set of regulatory tools to manage 
spectrum allocation and use to various types of entity. These tools should take into 
account that there are many ways to share spectrum – including RF power and duty cycle 
restrictions but also antenna directivity and contention based access. The usefulness of 
each depends on geographical scale as well as on application requirements.  


In some cases, new authorization methods may be needed, e.g. a vertical authorization 
that contains a package of frequency bands dedicated for a given geographical location or 
campus and including adequate boundary conditions such as Band Edge Masks and geo-
boundary RF power limits such as used by the FCC for the Citizens Broadband Radio 
Service (see FCC 15-047). Finally cognitive radio technologies beyond the simple Listen 
Before Talk currently defined in harmonised standards may enable new approaches to 
flexible, non-exclusive authorization models. 


Section 4: An expected increase in demand for spectrum in the medium and/or long term  


Sectorial requests for spectrum authorizations are to be expected but these will not 
necessarily be requests for exclusive authorizations. For some IoT/M2M applications 
highly reliable communications will be required but this need not imply a need for full 
exclusivity in geographical space or at all times.  


There are many models of spectrum authorization between the extremes of exclusive 
licenses and general authorization. As this section notes,  


“it is essential to focus now on the accessibility of appropriate frequency bands, their 
efficient management, the capacity of bands under both general and individual 
authorisation schemes, to cover all expected uses and not hinder the development of 
the IoT.”  


This suggests that frequency managers will select frequency bands and associated 
authorization models. Qorvo is ready to support such forward looking activities and we 
assume that applies for the IoT industry in general. 


Section 5. Spectrum resources under general authorisation model 
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The statement “Bands whose use is under general authorisation model do not seem to be 
a short-term hindrance to the deployment of IoT because the usable spectrum seems 
sufficient.” may be considered true but only for the 2.4GHz ISM band and even that band 
is heavily used today. The “popularity” of the 863-870MHz band is a clear indication that 
– contrary to the text of this section – there is a de facto shortage of spectrum suitable for 
IoT applications which require better propagation conditions than those of the 2.4GHz 
band. More spectrum with good propagation conditions and a flexible authorization 
regime is needed to foster the growth of many professional IoT applications. 


The listed considerations for work on for spectrum management under a general 
authorization model certainly point in the right directions but merit a few comments: 


 Technology neutrality is a two-edged concept: it avoids top down prescriptions for 
how spectrum should be used but the freedom of use has the downside that 
incompatible, mutually destructive technologies could be deployed in the same 
frequency band. A case in point is the Wi-Fi/LTE incompatibility, which, in the case 
of the 5GHz WAS/RLAN band, has led to convergence of the medium access 
methods of the two technologies. There are other examples. 


 “Equal opportunity of access to spectrum” is a laudable goal but achieving it is 
difficult if not impossible because there is no agreement on how to express such 
equality in general terms. Therefore frequency band specific solutions may have to 
be found or developed which take into account all three major metrics of spectrum 
use: Space (i.e. RF power), Time (e.g. duty cycle) and Frequency (i.e. bandwidth). 


 New authorization arrangements, possibly frequency band specific, may well 
benefit from the use of such metrics and so avoid setting technical requirements (in 
harmonized standards) that de facto freeze the status quo and block innovation. 


 Qorvo fully concurs with the need for market surveillance to ensure that spectrum 
usage remains compliant with the applicable technical requirements. 


 The frequency band 1900-1920MHz would be a suitable band for IoT applications 
that require a more predictable interference environment than that of the 2.4GHz 
band. Notably Narrow Band IoT (NB-IoT)applications would be suitable for this 
band. However, the suggested shared use of this band by IoT application, SRDs and 
DECT needs careful analysis: DECT’s TDMA protocol does not accommodate shared 
spectrum use very well and allowing its use in this band might well reduce the 
achievable performance benefits of IoT and SRD devices and vice versa. 


 


Section 6. Spectrum resources under [the] individual authorisation model 


As the draft Opinion states, the spectrum available under the individual authorization 
model amounts to some 1200MHz below 5GHz. This spectrum is usually licensed to ECS 
service providers and it is therefore not available for other types of use by private 
entities. The implication is market distortion: such private entities have little alternative 
when negotiating communication fees with service providers. Therefore making some of 
this spectrum available for non-profit types of use – possibly using ECS technology –
warrants consideration. 
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Mission critical and safety related communications such as used for the management of 
urban resources, energy distribution, etc, are often associated with spectrum subject to 
individual authorization. However, there is a broad range of operational requirements 
that fit between the extremes of mission critical/safety of life and best effort 
communications. A key example is “business critical” communications which are an 
integral part of business (or institutional) operations. Such communications may be able 
to accommodate temporary degradation of service without this causing major losses or 
threaten lives. Spectrum authorizations for such purposes need not be fully exclusive in 
space and time and the services offered are likely to be compatible with a License Shared 
Access regime or a for a flexible authorization regime such as the “Citizens Broadband 
Radio Service” of the FCC (FCC 15-047) cited above. 


Although the draft roadmap is correct in stating that “IoT functionality will be designed 
into 5G from the start, it must be pointed out that  without an available alternative, IoT 
users will be forced to use ECS based IoT serves and face potentially stiff network fees. 
There are two basic ways to assure viable alternatives:  different exclusive authorization 
regimes in the same frequency band for commercial and utility operations using ECS 
technology and, secondly setting aside a subset of an ECS frequency band for non-ECS use 
under a flexible, technology neutral authorization regime also for utilities. 


The 800MHz band is a good candidate for this approach since there is less interest from 
ECS operators for this band than expected. Given adequate regulatory criteria, “utility” 
authorizations would allow users to establish business critical or mission critical IoT 
operations in this band while restricting interference into xDSL and cable infrastructure. A 
similar authorization regime could be applied in the case of the 400MHz band. 
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Radio Spectrum Policy Group 
[Draft] Opinion for public consultation on  


A Spectrum Roadmap for IoT 
Draft Opinion on the Spectrum Aspects of the Internet-of-things 


(IoT) including M2M 
 
Executive Summary 
 
EchoStar Mobile Limited (EML) and Hughes Network Systems Europe (collectively EchoStar) 
welcome the RSPG’s consideration of the spectrum aspects that impact the Internet-of-
things (IoT) and their future development in Europe.  
 
We are encouraged by the acknowledgement that IoT is heterogeneous, encompassing 
multiple applications and operational requirements and as such it is important to 
acknowledge that Satellite platforms are already an established enabler of IoT services on a 
global basis. 
 
EchoStar endorses the observation that the RSPG does not foresee a scarcity of spectrum 
for IoT and we encourage the RSPG in future reviews to ensure that they consider all service 
platforms, including Satellite, in their deliberations. The Satellite sector is ideally placed to 
deliver upon the ambition of global economies of scale with our service footprints covering 
continents thus maximising the potential to connect devices.  
 
We endorse the RSPG’s observation that interventions are not required as there is no 
obvious constraint on access to spectrum particularly when the Satellite sector is taken into 
account. In addition, the Satellite sector already offers pan-European solutions to the IoT 
community that drives scale economies. Moreover, to ensure that the market has the 
opportunity to further exploit economies of scale going forward we encourage a ‘technology 
neutral’ approach. 
 
Overall, we urge the RSPG to have an open mind towards the role of communications 
platforms in the future development and delivery of IoT capability and in so doing seek a 
level playing field amongst technologies and platforms in keeping with the second pillar of 
the Digital Single Market Strategy for Europe.1 To this end we encourage the RSPG to 
include Satellite platforms more significantly in the developing framework to maximise the 
potential for competition and avoid discrimination between platforms. 
 
Background 
 
Communication Satellites have been a key enabler for IoT services with EchoStar playing an 
active role in supporting this emerging technology. EchoStar Mobile Limited (EML) is one of 
the 2 pan-European licensees for MSS/CGC and with the imminent launch of our advanced 
MSS 2 GHz band satellite, EchoStar XXI, we will soon be able to provide access to IoT 


                                                      
1 A Digital Single Market Strategy for Europe, Brussels, 6.5.2015, COM(2015) 192 final 
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systems via this platform offering the IoT community all the benefits of Satellite systems, i.e. 
ubiquity of service, high resilience, robust, reliable, and service redundancy. Whilst, Hughes 
Network Systems Europe (Hughes Europe) provides high-quality, resilient and cost-effective 
broadband network solutions to organisations throughout Europe. Combining the best of 
breed in satellite and terrestrial technologies and supporting world-class Managed Network 
Services to deliver connected systems.  
 
Discussion 
 
EchoStar welcomes the RSPG Draft Opinion on the Spectrum Aspects of the Internet-of-
Things (IoT) including M2M and in particular the intention by the RSPG to take an inclusive 
view of connected devices and the spectrum they need.  
 


Diversity of applications and operational requirements 
 
In the Annex the RSPG attempts to capture the diversity of established and emerging use 
cases for IoT systems and alongside this the range of operational requirements that apply to 
IoT networks. The diversity of applications and requirements as noted emphasises that 
there is no ‘one size fits all’ platform solution that will cater to the IoT community and hence 
encourages the adoption of a technology neutral approach in support of IoT. By taking a 
technology neutral approach to the regulation and spectrum management of IoT, the RSPG 
can encourage the best technology or technologies to be utilised for the specific purpose.  
 


Increased demand for spectrum in the medium and / or long term 
 
IoT services to date have utilised existing communications systems, whether they be fixed, 
mobile, satellite or broadcast, for their connectivity solution. We anticipate that this 
arrangement will continue to be the case in the future with IoT applications being delivered 
alongside other services in an efficient and cost effective way.  To best support spectrum 
use for IoT and future growth in demand we encourage the RSPG to advocate, harmonised 
spectrum allocations for the services that support IoT. Furthermore, we encourage the RSPG 
to ensure that sufficient access to spectrum (including long term certainty) is afforded to 
communications platform providers so that they can invest and innovate to support the 
growth in traffic anticipated. Additional spectrum considerations should be addressed on a 
technology neutral basis to avoid regulatory interventions that distort the market and the 
natural effect of competition. 
 


Avoiding a bias towards terrestrial solutions 
 
We have noted that Satellite platforms are already an established communications platform 
for the IoT community, however the RSPG draft opinion is too heavily focused on the needs 
of terrestrial systems with Satellite mentioned as an afterthought. In addition it is suggested 
that public mobile networks allow ‘ubiquitous coverage and roaming’ this is typically not the 
case as per the recent acknowledgement by the UK Government of mobile ‘not spots’ in the 
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UK2. In addition a similar situation exists in France where they call the coverage holes ‘white 
spots.’ Satellite clearly has the benefit of supporting ubiquitous coverage for IoT services 
and hence has enabled the IoT community to provide truly national and International 
solutions. In acknowledging this characteristic of Satellite platforms it is important to 
recognise the diverse requirements of the IoT community which has been acknowledged by 
the RSPG and in so doing ensure that a bias to specific communication platforms is avoided 
when developing the future regulatory framework. 
 


Conclusions 
 
EchoStar as an active provider of communications systems to the IoT community is keen 
to work with regulators to ensure that the framework for IoT services is open and 
competitive.  
 
We therefore encourage the RSPG and National Regulators to establish an open 
regulatory framework that enables appropriate communications system solutions for 
the IoT community on a technology neutral basis. In so doing we anticipate that 
Satellite platforms, an already established platform serving the IoT community, will be 
included in future thinking and developments. 
 


Respectfully submitted, 


 


Jennifer A. Manner     Dr. Peter D. Couch 


Senior Vice President, Regulatory Affairs Director, Policy and Regulatory Affairs 


 


                                                      
2 Mobile Coverage in the UK: Government plans to tackle ‘mobile not-spots,’ Briefing paper  
 Number CBP-07069, 22 September 2016. House of Commons Library.  


  
 


 


 








 
MEO’s contribution to 


RSPG’s Draft Opinion on the Spectrum Aspects of the Internet-
of-things (IoT) including M2M 


 
 
MEO considers that it is important to define a roadmap for IoT/ M2M 
spectrum aspects in Europe taking in account the relationship with 
5G and existing activities relating to Intelligent Transport Systems 
(ITS) and other verticals. 
 
 
 


RSPG notes that the ECC is assessing whether the current 
technical conditions of ECS harmonised bands should be adapted to 
NB-IoT, LTE-based IoT and broadband IoT.  MEO considers it 
should be ensured that the definition of harmonised technical 
conditions for the development of EU-wide equipment for the 
introduction of these technologies (Wideband and Narrowband 
IoT/M2M) in frequencies allocated or identified for ECS (mobile 
networks) does not suffer significant delays. RSPG should also 
evaluate if these technical conditions require further studies relating 
to cross-border coordination. 
 


RSPG states that new IoT use cases will be enabled by 5G since 
some specific IoT functionality will be designed into 5G from the 
start, with features including network slicing, low energy 
consumption and scalability. In order to ensure a broader set of use 
cases enabled by 5G, MEO considers further studies are 
recommended to evaluate functional requirement of verticals which 
would require additional technical harmonization conditions for 5G 
spectrum. 
 
 


Regarding the “Opportunities to relax technical conditions for IoT in 
the band 862-868 MHz and to make available portions of the bands 
870-876 MHz and 915-921 MHz” referred in ANNEX 5.a), MEO 
considers that RSPG may evaluate the need of developing 
guidelines on rules to ensure local coordination in order to avoid 
interference to primary radio services operating in the adjacent 
bands, as proposed in addendum to CEPT Report 59 under 
consultation. 
 







 
MEO considers that further studies are required before considering 
the use of the band 1900-1920 MHz for both DECT and SRD, in the 
framework of the general authorisation model. 
 


MEO agrees that the availability of frequencies for current and future 
PMR and PPDR usages and other legacy networks (radiolocation, 
governmental) should be ensured on 400 MHz bands. The definition 
of technical conditions on these bands should support critical 
connectivity for IoT and M2M through PMR networks. 
 
 








Response of AIRBUS DS SLC to the Call for Comments on “Draft Opinion on the Spectrum Aspects of 


the Internet-of-things (IoT) including M2M” RSPG 16-045 


 


 


 


AIRBUS DS SLC agrees globally on the draft opinion expressed by RSPG on IoT spectrum aspects. 


AIRBUS DS SLC would like to particularly insist on NB-IoT for PMR and PPDR applications and services. 


 


PPDR and PMR duplicated the radio Mobile success of GSM for Public Safety and professional 


applications. The characteristic of PMR and PPDR is the capability to take into account the critical 


functionalities and services for the missions of professionals in specific frequency bands. 


Applied to PMR and PPDR, IoT can enable new services such as Iot connectivity. 


e.g. : 


· Connectivity of different objects around a handheld or a vehicle-mounted terminal enabling 


the collection of some information through PMR or LTE network and/or to a dispatcher; 


 · Individual sensors carried by a Public Safety officer; 


· Sensors installed in buildings to which first responders can connect (e.g. firemen) 


during an operation; 


· Sensors for intelligent management of energy distribution networks and critical 


transport infrastructure (SCADA applications) 


IoT can also offer optimally and in a spectrally efficient manner already existing PMR and PPDR 


services and functionalities: 


· NB-IoT technology is well fitted for the transmission a large number of flows each of them 


carrying low or very low data rate (e.g. for Public Safety: geolocation, status, short 


messages,…) 


· NB-IoT technology could be well fitted for coexistence between broadband services and 


speech services (these ones being carried in a narrowband channel in the limited spectrum 


allocated to Public Safety. 


· NB-IoT would also offer medium rate data transmission services in an efficient manner. 


A future combined (BB LTE + NB IoT) network could in medium term cover all the different current 


PMR and PPDR services and provide new services to professionals in an integrated manner. 


A real interest exists for the future introduction in the regulation for PPDR and PMR of NB-IoT in the 


bands allocated today and in the future to PPDR and PMR services notably in the 400 MHz bands. 







Proper studies will be necessary in order to ensure the coexistence with other services in and around 


these bands. 








 


 


Public Consultation  


Draft opinion RSPG IoT 


Comments from France 


 


 


France supports most of the recommendations from the draft opinion on IoT but the draft 


opinion overlooks the strong demand which have been expressed by industry for more 


harmonized spectrum for IoT in the 800/900 MHz range under licence exempt-regime. See 


for example all “SRDoc” from ETSI or the result of the public consultation in France 


(http://www.anfr.fr/gestion-des-frequences-sites/internet-des-objets/synthese-de-la-


consultation/#menu2 ). 


France fully recognizes that making such additional frequency band available for IoT, given 


the various national situations, is challenging and will require significant work and 


compromise at the ECC and RSCOM level. There is a need for trade-off at technical and 


regulatory level. The harmonization will need to be tailored with considerations on the right 


level of flexibility, which depends on the IoT application. However, RSPG should express a 


positive and strategic direction to respond to the need which has been expressed by 


industry, including many innovative European startups.    


Therefore, France would like to proposed the following revision of the 2) of the draft RSPG 


opinion 


The continued growth of IoT applications creates an increased demand for access to 


spectrum, however the quantity and type of spectrum required will depend on the operational 


requirements and use cases. In particular, there is an increasing demand for access to the 


800/900 MHz band under license-exempt regime, (e.g. for smartmetering, smartcities, 


smarthome, RFID applications) and   further spectrum bands need to be made available for 


IoT in this spectrum band, taking into account other usages (governmental, railways radio 


communications). The RSPG will continue to review the evolution of spectrum demand for 


IoT. 



http://www.anfr.fr/gestion-des-frequences-sites/internet-des-objets/synthese-de-la-consultation/#menu2

http://www.anfr.fr/gestion-des-frequences-sites/internet-des-objets/synthese-de-la-consultation/#menu2
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Cisco	Response	to	the	Draft	RSPG	Opinion	on	Spectrum	Aspects	of	the	IoT	including	M2M	


	
	
Cisco	welcomes	the	draft	RSPG	Opinion	on	spectrum	aspects	of	the	Internet-of-things	(IoT).		As	the	
draft	opinion	states,	the	IoT	is	heterogeneous	and	requires	different	types	of	spectrum	to	reflect	its	
variable	requirements.		While	it	is	indisputable	that	the	edge	of	the	IoT	will	be	wireless,	the	IoT	does	
not	need	dedicated	spectrum	per	se.	What	is	needed	is	flexible	use	spectrum	–	licensed	and	licence-
exempt	that	can	support	a	range	of	uses	–	low	latency	and	high	latency,	broadband	and	narrowband,	
high	reliability	and	best	efforts.		And	in	addition,	a	range	of	business	models	–	service	provider	(for	
public	IoT	applications),	enterprise	(using	IoT	to	improve	operations),	and	residential.				
	
The	draft	opinion	highlights	the	need	for	global	economies	of	scale	in	the	allotted	bands	stretching	
across	spectrum	for	mobile,	short	range	device	and	Wi-Fi.	A	number	of	such	bands	are	highlighted	in	
the	 paper,	 including	 low	 band	 (below	 3	 GHz)	 and	 mid-band	 (3-6	 GHz).	 	 We	 welcome	 both	 the	
recognition	of	the	range	of	technologies	that	account	for	the	IoT	and	the	proposals	to	increase	the	
opportunities	for	use	of	the	870	–	876	and	915	-	921	MHz	bands.		We	note,	however,	that	high	band	
(24	GHz	and	up)	should	also	be	considered	in	this	context.	
	
Europe	is	doing	a	good	job	of	thinking	about	how	to	release	more	spectrum,	but	there	is	room	for	
improvement.			
	
On	the	side	of	licensed	spectrum,	Europe	has	made	its	first	move	to	initiate	availability	of	3.4-3.8	GHz,	
which	is	important	“mid-band”	spectrum	that	can	be	used	for	limited-distance	applications,	and	for	
spectrum	at	26	GHz.	The	RSPG	has	identified	promising	bands	at	32	GHz	and	42	GHz	for	possible	future	
allocation.	 	 Member	 States	 are	 already	 moving	 forward	 with	 700	 MHz	 availability	 and	 EU-wide	
harmonisation	of	the	allocation	of	this	band	is	close	to	finalisation.		5G	will	utilize	all	of	these	spectrum	
bands.				
	
While	Europe	is	making	headway	for	some	high	band	spectrum,	it	is	making	slower	progress	on	others	
that	are	on	the	table	for	the	next	World	Radio	Conference,	such	as	the	37	GHz	band.		There	are	going	
to	be	issues	with	opening	some	of	these	bands,	and	those	issues	should	be	engaged	as	soon	as	possible	
to	give	regulators	time	to	consider	final	rules.	
	
In	terms	of	licence-exempt	spectrum,	the	draft	opinion	references	the	current	allocations	at	5	GHz.		
However,	5	GHz	is	also	the	ideal	place	to	expand	access	to	spectrum	for	the	Wi-Fi	ecosystem.		Satellite	
and	radar	interests	are	frustrating	attempts	at	expansion	in	technical	bodies	in	Europe,	and	are	making	
existing	spectrum	harder	to	access.	 	More	spectrum	is	going	to	be	needed	for	growth,	and	Wi-Fi	–	
particularly	for	residential	IoT,	but	also	for	enterprise	IoT	–	is	also	going	to	be	an	important	part	of	5G	
technology.			
	
In	 terms	of	 enterprise	 IoT,	 licence-exempt	 spectrum	has	 the	 virtue	 that	 it	 can	be	used	 anywhere,	
anytime	by	anyone	who	has	a	radio	that	follows	the	emissions	rules.		But	that	virtue	is	a	vice	when	an	
enterprise	 is	 trying	 to	deploy	a	mission-critical	 IoT	network	on	 licence-exempt	 spectrum,	and	 that	
mission	 critical	 use	 would	 be	 jeopardised	 by	 uncoordinated	 signals	 from	 unlicensed	
devices.		Enterprises	are	going	to	need	spectrum	that	they	can	use	on	their	property	–	at	low	power	
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levels	–	and	that	has	precedence	over	other	uses.			Millimeter	wave	spectrum	may	present	such	an	
opportunity,	 as	 the	 propagation	 characteristics	 appear	 to	match	 the	 need	 –	 enterprise	 spectrum	
whose	signals	 fall	off	quickly.	 	 In	addition,	making	sure	 there	 is	a	 robust	 secondary	markets	policy	
enabling	leasing	of	licensed	spectrum	is	also	important	–	not	just	that	the	policies	are	in	place,	but	
that	the	policies	are	actively	enabling	leasing	of	spectrum.	
	
	
For	 further	 information	 please	 contact	 Chris	 Gow,	 Head	 of	 EU	 Public	 Policy	 at	
chgow@cisco.com	or	+32	2	704	1573	
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1. Introduction 


This document is the response from the UIC FRMCS SWG to the RSPG’s public consultation on the 


Draft Opinion on the Spectrum Aspects of the Internet-of-things (IoT) including M2M [Ref1], and the 


public consultation on the Draft RSPG Opinion on Spectrum Aspects of Intelligent Transport Systems 


[Ref2]. 


2. Response to Draft Opinion on Spectrum Aspects of Intelligent 


Transport Systems 


2.1 UIC recommends to reflect the following comments in the updated version of the RSPG opinion. 


Nr Reference Comment 


1 Page 2, first paragraph:  


“Next-generation railway communications 


system (to replace GSM-R)” 


The next generation railway communications system is 


referred to as “Future Railway Mobile Communication 


System (FRMCS)” within the UIC and ETS-TC RT. We 


propose to use or include this term in the RSPG opinion 


document on ITS since it is also used in the SRDoc [Ref3] 


2 Page 3, bullet 1: 


The European spectrum arrangement for 


the railway communications system 


(GSM-R) should remain in place for the 


foreseeable future as this provides 


Member States with a harmonised 


allocation of 2x4 MHz (876-880/921-925 


MHz) for GSM-R and its potential 


successor. 


We fully agree that the current 2x4MHz (876-880/921-925 


MHz) for GSM-R and FRMCS needs to remain in place for 


the foreseeable future. As mentioned in the SRDoc [Ref3] 


a substantial investment in GSM-R has already taken place 


and additional investments are planned for the near 


future: 


 GSM-R coverage on 162.000 line km is planned, of 


which 114.000 km are operational (2015) 


 Planned number of voice cabradios: 64.000, of which 


48.000 are operational (2015) 


 Planned number of on-board ETCS data only radios: 


approx. 7.000, of which 2.400 are operational (2015) 


We suggest to add the following text to the RSPG opinion: 


The harmonization of this spectrum allocation is 


essential to support interoperability of trains 


across the EU, as mandated in CCS TSI 


2016/919/EU. 


3 Page 3, bullet 2: 


RSPG notes that the current railway 


communication system (GSM-R) will need 


to be replaced in due course and that the 


railways community considers that access 


to more spectrum may facilitate the 


transition from one system to another, 


depending on the options for new 


systems. The railway community is raising 


As stated in the SRDoc [ref3] the GSM-R Industry has 


indicated that support of GSM-R products and services are 


guaranteed until 2030. Independently of the selected 


radio technology and spectrum, the replacement of all 


GSM-R on-board equipment by other radio equipment 


(supporting GSM-R and/or other technologies and 


spectrum) on a European scale is expected to take at least 


10 years. 


According to a Position paper issued by the ETSI Technical 


Committee Railways Telecommunications, European 
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this now, as the transition will be a long a 


complex process. 


Union Agency for Railway and Union Internationale des 


Chemins de Fer [ref4], the deployment of new radio 


equipment (on-board and trackside) should be possible by 


the end of 2022 in order to leave sufficient time for the 


migration from GSM-R to any new radio system. This 


means that the relevant specifications have to be included 


in the EU legal framework around that date. 


Consequently, activities in the context of Proof-of-Concept 


are planned in the period between 2019 and 2021 and 


preparation of the production of on-board equipment and 


network equipment should be ready around 2022. 


Therefore, it is necessary that the future spectrum to be 


used by railways is identified by 2020 and that formal 


allocation and assignment is possible between 2020 and 


2022 for trials, and for operational deployment as of start 


of 2023. 


We suggest to include in the RSPG opinion the following 


text:  


The coexistence of legacy GSM-R networks and 


FRMCS is needed during the transition period, 


until all trains in the EU are equipped with FRMCS 


receivers. 


4 Page 3, bullet 3: 


RSPG notes that there is a wide range of 


options for the future of railway 


communications, but that the suitability of 


these options varies across Member 


States. These options include but are not 


limited to 


a. using the GSM-R band and the 


extension (E-GSM-R) band (or a part 


thereof) during the transition or 


permanently 


b. using commercial networks 


c. using other bands 


d. sharing networks with other users (e.g. 


PPDR in 700 MHz or 400 MHz) 


From a spectrum perspective, we have envisaged several 


options for FRMCS in our Position paper [ref4], and in the 


SRDoc [Ref3]. An essential aspect to take into 


consideration when identifying the preferred FRMCS 


spectrum is the value of the installed base of GSM-R radio 


sites. Currently, around 18.000 radio sites have been put 


into operation, representing an investment of 


approximately 3.1 Billion Euro, with more sites still being 


added due to the ongoing network roll-outs and 


expansions of the existing networks in several EU 


countries.  


Re-use of essentially all of these sites is possible when 


using the GSM-R and/or E-GSM-R frequency band for 


FRMCS. In that case, also the costs for modifications to 


rolling stock and tunnel installations would be limited. The 


total economic benefit would be in the order of 3.9 Billion 


Euro.  


The additional spectrum needed for the migration from 


GSM-R to FRMCS, and subsequently for supporting the 


necessary traffic handling capacity, needs to be 


harmonized to allow interoperability of trains across the 


EU. 


We recognize the current discussions on allowing SRD 
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usage in the E-GSM-R band. Although SRDs should operate 


on a non-interference, non-protected basis, it is our view 


that the proliferation of SRDs will be uncontrollable, and 


the density of SRDs may become very high. This would 


likely create significant interference on FRMCS systems, 


and therefore from railways perspective is not tolerable. 


This subject will need further investigation. 


We suggest to include the following text in the RSP 


opinion: 


RSPG notes the railway’s preference for re-using 


the existing harmonized GSM-R band and the E-


GSM-R band, based on both technical and 


economic benefits.  


5 Page 4, bullet 4: 


Rail operators are invited to consider the 


options for the future of railways 


communications, including those outlined 


above, with the relevant administrations. 


We gladly accept this invitation and recognize the 


importance of considering the different spectrum options 


with the relevant (national) administrations. Based on our 


Position paper [ref4] and SR-Doc [Ref3] these discussions 


have been initiated.   


However, we suggest to add the following text to the 


RSPG opinion:  


In addition, there is a need to ensure 


interoperability at EU level (single European 


railway area), which has to be taken into account 


by the member states. 


Furthermore, instead of “rail operators” the opinion 


should refer to “Railways”, as both infrastructure 


managers and railway undertakings are concerned. 


7 Page 3, bullet 6: 


RSPG notes that the spectrum demand for 


future rail systems remains uncertain, and 


will depend on the traffic to be 


accommodated and on national situations 


(i.e. only train/track signaling and voice, or 


train/track video communications, rail 


network density, cross border corridors). 


As a basis for the spectrum demand included in the SRDoc 


[Ref3] an extensive traffic model has been prepared for 


FRMCS based on the identified current and future user 


requirements. This model differentiates between railway 


critical services, performance services, and business 


services. The spectrum demand identified in the SRDoc is 


only based on the needs for the railway critical services. 


To enable migration from GSM-R to FRMCS, in addition to 


the current 2x4MHz for continued GSM-R usage, an 


additional 2x3MHz is needed in an FDD arrangement. The 


most desired solution for that spectrum is the 2x3MHz of 


the E-GSM-R band as indicated under bullet 3. 


In addition to the railway critical services, additional 


performance and business services will create significantly 


more traffic, thus requiring other solutions such as usage 


of other frequency bands, sharing with other users or 


possibly usage of public networks. This is subject to 


further study. 


One of the conclusions we made from the current traffic 
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and spectrum model is that the mentioned train/track 


video communications do require a substantial amount of 


traffic and spectrum, and can only be handled by FRMCS if 


the additional spectrum for migration is permanently 


assigned to Railways.  


It is suggested to Replace Bullet 6 by the following: 


 RSPG notes that the spectrum demand for future 


rail systems differentiates between railway 


critical services, performance services, and 


business services. The spectrum demand 


identified as performance services, and business 


services will depend on the traffic to be 


accommodated, and on national situations. For 


critical services, the spectrum demand is defined 


in the SRDoc [Ref3]. 


 


3. Response to the Spectrum Aspects of the Internet-of-things 


including M2M 


 


Nr Reference Comment 


1 Page 6, a: Opportunities to relax technical 


conditions for IoT in the band 862-868 


MHz and to make available portions of the 


bands 870-876 MHz and 915-921 MHz 


In June 2016, the ECC approved for 


publication CEPT Report 59 in response to 


the European Commission permanent 


mandate on the “annual update of the 


technical annex of the Commission 


Decision on the technical harmonisation 


of radio spectrum for use by short range 


devices”. An Addendum to this Report, 


which will be ready for public consultation 


in November 2016, will address the 


possibilities for a harmonization approach 


for the bands 870-876 MHz and 915-921 


MHz also taking into account new 


opportunities in the band 862-868 MHz. 


For your information, UIC has submitted comments to the 


Addendum to Report 59 to ECC. The UIC’s  concerns 


towards the use of SRD/RFID in the upper 3MHz of the 


870-876 MHz and 915-921 MHz bands (E-GSM-R) is:  


 SRD/RFID implementations with higher Duty Cycle 


(e.g. 10%) and higher transmitting power (e.g. 2 or4 


Watt) in adjacent bands to GSM-R and ER-GSM shall 


be thoroughly investigated and tested to prevent 


interference. Due to the possible large number of 


devices, high concentrations of SRD/RFID devices can 


lead to interference problems in GSM-R networks. 


This should be identified for further investigations. 


These considerations need to be extended to FRMCS, 


the successor of GSM-R. 


Our main concerns on the options proposed for FRMCS in 


the Addendum to report 59 are: 


 The proposed frequency ranges 875.1-876 MHz and 


920.1-921 MHz (2x0.9 MHz) that should not be 


recommended for European harmonization for 


SRD/RFID but for FRMCS is much too small. Current 


railway studies [ref3] have identified that, during the 


migration period, an extra 2 x 3 MHz will be needed 


for FRMCS on top of the 2x4 MHz GSM-R band to 
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allow a seamless operational transition. 


 The alternative suggested possibility for countries 


that cannot manage GSM-R migration within 2x5 MHz 


may be to use part of the commercial 900 MHz band 


for a limited time period. We see this not as an option 


since usage of the commercial 900 MHz band, 


temporary or permanently, may not be an option in 


all EU countries due to current license agreements. 


 The suggested geographical sharing of RFID and SRD 


in the current GSM-R band. We see this only as a 


partial option since geographical sharing with GSM-R 


is nearly impossible because there is no control over 


where mobile SRD’s are used. For geographical 


sharing with networked SRD’s (fixed installation) 


thorough coexistence studies must be conducted, to 


determine under which conditions geographical 


sharing is possible.  


2 Page 6, a: Opportunities to relax technical 


conditions for IoT in the band 862-868 


MHz and to make available portions of the 


bands 870-876 MHz and 915-921 MHz 


Taking into account the free circulation 


and use of equipment within the Union 


for a number of Member States the 


protection needs of primary use of the 


spectrum still preclude the 


implementation of SRD in accordance with 


ERC/REC 70-03. These include the primary 


mobile services (government services and 


e.g. E-GSM-R) as well as governmental 


(military) usages which have to be 


protected. The draft Addendum has 


therefore made proposals that are 


intended to foster greater implementation 


by offering more focused regulatory 


solutions in the bands 870-876 MHz and 


915-921 MHz, while giving administrations 


flexibility with regard to the precise 


implementation. 


This RSPG text should make clear that the Addendum to 


Report 59 is still in consultation, and should therefore not 


reflect it as an opinion from RSPG. 
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About the GSMA 


 


The GSMA represents the interests of mobile operators worldwide, uniting nearly 800 


operators with almost 300 companies in the broader mobile ecosystem, including handset 


and device makers, software companies, equipment providers and internet companies, as 


well as organisations in adjacent industry sectors. The GSMA also produces industry-leading 


events such as Mobile World Congress, Mobile World Congress Shanghai, Mobile World 


Congress Americas and the Mobile 360 Series of conferences.  


 


For more information, please visit the GSMA corporate website at www.gsma.com. Follow 


the GSMA on Twitter: @GSMA.  
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Summary 


 


The GSMA agrees that it is vital a clear roadmap is in place regarding spectrum access 
in Europe. The Internet of Things is a hugely important and rapidly growing market: 
The connectivity revolution powered by M2M and the emerging Internet of Things is 
one of the most important trends in modern technology and is set to transform 
countless industries. 
 
Mobile services play an important role in the wide area IoT market and are rapidly 
evolving to meet a growing array of different requirements – from smart meters to 
connected cars. As a result, cellular IoT is becoming increasingly well placed to 
compete effectively with other IoT solutions thus helping to drive innovation. In this 
response we further elaborate on the important role that cellular IoT has to play in this 
area. 
 
In relation to authorisation, we do not disagree with the RSPG’s draft opinion, set out 
at paragraph 5, that “a complementary mix of general and individual authorisation for 
spectrum access will be needed to ensure that IoT has access to spectrum. There is 
no single authorisation framework and no single set of technical conditions for access 
to spectrum, which would cater for all possible demands”. Ultimately, it is for the market 
to decide which technologies will best deliver current and future IoT customer 
requirements.  It is vital that regulatory policy does not unduly favour one approach 
over another. 
 
The GSMA also considers that the RSPG IoT Opinion should: 


 highlight that ex-ante regulatory obligations (e.g. consumer protection 
measures)  are no less important where providers are deploying IoT 
applications in licence-exempt bands; 


 apply a technological neutral framework to support IoT; 


 place more emphasis on the need for the European Commission and Member 
States to ensure harmonised availability of 800MHz and 900MHz 
authorisations for NB-IoT; 


 recognise that deployment of SRD or DECT applications in the 1900 – 1920 
MHz band would be premature,  pending compatibility studies and future 
clarification of the appropriate licensing regime if licence-exempt use is not 
appropriate, and  


 highlight the important role that regulators have to play in working with the 
mobile industry to support IoT in 5G spectrum planning. 


 
Comments on Annex 
 
Defining IoT 


 
We agree with the RSPG’s draft position that fixing a definition of M2M 
communications as distinct from IoT only makes a crucial difference if obligations 
explicitly depend on that distinction.  
 
We would however note that different types of M2M/IoT services will fall under the 
scope of the ex-ante regulatory framework for electronic communications, irrespective 







of the spectrum used to provide the service to the end-user (i.e. whether dedicated or 
shared). It is important that the regulatory framework does not unduly differentiate 
between operators based on spectrum use. 


 
Predicted Growth of IoT applications 


 
Cellular M2M connections are expected to grow from 256 million at the end of 2014 to 
2.2 billion by 20241. The key cellular IoT markets include utility meters, vending 
machines, automotive and medical monitoring and alerting. This is in addition to 
current consumer electronics devices which include e-book readers, GPS navigation 
aids and digital cameras. The deployment of Narrowband IoT (NB-IoT), a standards-
based LPWA technology, will also enable a wide range of new IoT devices and 
services, which can co-exist with 2G, 3G, and 4G mobile networks. It also benefits 
from all the security and privacy mobile network features, such as support for user 
identity confidentiality, entity authentication, confidentiality, data integrity, and mobile 
equipment identification2. 
 
Multiple frequency bands, opportunities for both general and individual authorisation models 


 
We note the draft opinion of the RSPG that “different authorisation models for access 
to the spectrum aim to meet various use cases and operational requirements”. We 
would not disagree with this, but would however highlight that it is essential that 
governments provide a regulatory framework for licensed spectrum that facilitates the 
development and growth of IoT, and does not impose service or technological 
restrictions that hold back innovation. 
 
We note that the RSPG’s draft opinion, in this section, affirms that ‘technologies such 
as Wi-Fi and Bluetooth may be particularly appropriate for consumer IoT services, 
such a health, fitness trackers or smart home devices, that do not have very high 
requirements for low latency communications and operate over a short range” and that 
LPWA networks are given as an example category in this respect.  The GSMA would 
highlight that NB-IoT technology, referenced above and as recognised later in the 
RSPG’s draft opinion, is an example of a LPWA network that will also be relevant to 
consumer IoT services, such as smart home applications which require deep indoor 
coverage.  With this in mind, the GSMA would ask that the word ‘particularly’ is 
removed from the statement reference in the paragraph above at page 5 of the Draft 
Opinion, as it may create a misleading impression that technologies such as Wi-Fi and 
Bluetooth are more suited to consumer IoT services than NB-IoT networks. 
 
As further context, the latest cellular standard (3GPP Release 13) allows GSM and 
LTE networks to support LPWA IoT applications in almost all licensed mobile bands. 
This includes the ability to support personal and IoT connectivity in the same frequency 
band at the same time3. The regulatory environment should be designed to nurture 
this evolution in the capabilities of mobile networks and allow the market to decide 


                                                           
1 https://machinaresearch.com/news/machina-research-expands-the-scope-of-its-iot-forecasts-and-highlights-
a-usd4-trillion-revenue-opportunity-in-2025/  
2 For more information on NB-IoT, see http://www.gsma.com/connectedliving/narrow-band-internet-of-things-
nb-iot/  
3 IoT and non-IoT services can use different resource blocks within one frequency channel  
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which solutions thrive. Operators should not be prevented from deploying the latest 
cellular IoT technologies in their licensed spectrum bands due to technological 
restrictions and we very much support the RSPG’s statement at paragraph 7 that 
“frequencies allocated or identified for ECS (mobile networks) may be used for 
emerging IoT applications and services”. 
 
An expected increase in demand for spectrum in the medium and/or long term 


 
We note that some users, such as utilities and transportation are seeking dedicated 


spectrum for M2M, particularly when their systems are viewed as part of critical 


national infrastructure. It is entirely possible technically to support these applications 


over shared QoS enabled public networks as demonstrated in the recent Ericsson LTE 


Smart Metering trials4 and we believe that running such M2M services over shared 


public networks would be more efficient than using dedicated networks. We would ask 


that the RSPG Opinion also reflects this activity. 


In relation to LPWA, we note that some solutions are proprietary. Some of these are 
dedicated to integration of (traditional) vertical markets; others are more suited to 
horizontal markets. This is a sector subject to market and technological disruption and 
likely to change in the short term. 
 
Spectrum resources under a general authorisation model 


 
Opportunities to open the band 1900-1920 MHz for IoT 
 
We note that the draft Opinion states that there are opportunities to open the band 
1900-1920 MHz for IoT and that there is an opportunity to define, in a harmonised 
approach, technology neutral conditions for the use of the band 1900-1920 MHz that 
would allow for both DECT and SRD, in the framework of the general authorisation 
model. 
 
The GSMA notes that the 1900-1920 MHz band is widely licensed for use by public 
mobile networks in Europe (94 operators in 32 countries according to ECO Report 03). 
In many cases the licences are tradable and with varying degrees of technology 
neutrality. Whilst there is currently very limited use of the spectrum amongst these 
licensees the GSMA is aware of some definite interest to do so if the licences are 
sufficiently flexible to accommodate latest technologies. The GSMA notes that in this 
respect, as reported in the minutes of the June 2016 ECC meeting, a licence variation 
has been requested in the UK.   
 
The GSMA considers it important not to take forward harmonisation measures that 
could lead to interference between licence-exempt devices and licensed uses of the 
spectrum. In this regard the compatibility of the currently licensed public mobile 
network use (or potential use as systems are commonly not yet deployed) with licence-
exempt use by DECT or other similar systems has not been demonstrated to be 
feasible (to our knowledge). We therefore consider it imprudent to promote 
harmonised introduction of such devices 


                                                           
4 For further information see https://www.ericsson.com/news/150809-ericsson-telefonica-and-rwth-
demonstrate-lte-optimization-for-smart-meters_244069646_c  
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The GSMA considers that harmonised definition of new technical conditions for the 
use of SRD or DECT applications in the 1900 – 1920 MHz band would be premature, 
pending compatibility studies and future clarification of the appropriate licensing 
regime if licence-exempt use is not appropriate.  
 
Spectrum resources under an individual authorisation model 


 
Licensed spectrum is uniquely able to provide high quality of service guarantees over 


wide areas, as operators are not at risk of interference and can control usage levels. 


As a result licensed cellular IoT may be the only choice for services which require 


concrete assurance levels such as for security and medical applications amongst 


others. Licensed spectrum also encourages sustainable, long-term investment in 


networks as access and quality levels are assured.   


Contrastingly, licence-exempt spectrum is intrinsically less suited to wide-area IoT 


applications, especially those requiring higher quality of service levels. This is due to 


the fact that permitted power levels are generally low and interference risks over long 


distances are high - especially as the number of service providers and usage levels 


scale up. As a result regulators should ensure the IoT market can be allowed to benefit 


from the unique benefits licensed spectrum brings, which will be relevant to the 


individual authorisation model. 


Licensed spectrum also has the capacity and coverage capabilities to support rapid 


IoT growth. There is a good, and growing, amount of licensed mobile coverage (i.e. 


sub-1 GHz) and capacity (i.e. above 1GHz) spectrum to support the rapid growth of 


IoT if regulators support service and technology neutrality. In practice, most of the 


bands that will be used for cellular IoT will be sub 3 GHz or more likely sub 1-GHz. 


Mobile services in these bands are well established worldwide in mature networks and 


can be employed to support IoT as well as personal mobile services relatively easily. 


Crucially, the IoT technologies in the latest mobile standard, Release 13, significantly 


build on the coverage capabilities of existing spectrum. For example, initial trials have 


demonstrated that 2G networks require only a software upgrade to enable a seven-


fold improvement in the range of low-rate IoT applications and extended device battery 


life (up to 10 years). 


It is also vital that spectrum usage is harmonised. We note the RSPG’s draft Opinion 


that “It appears there are no regulatory barriers to deploying NB-IoT in the 800MHz 


band (as long as the technical conditions are met)” and also that “The current 


regulatory framework does not allow deployment of NB-IoT in the 900MHz band” 


(given the 900MHz authorizations require compliance with specific ETSI harmonised 


standards, which do not currently cover NB-IoT). We very much agree with the 


RSPG’s draft opinion that Member States should ensure harmonised use in these 


bands - in fact we believe that the emphasis on this point should be stronger than in 


the current draft opinion. 


We are surprised to see that the band 2570 – 2620 MHz is suggested for consideration 
as a PMR band even though it is licensed to mobile network operators in many 
European countries.  This band should continue to be considered as a band for public 







mobile networks, whilst recognising that those licence holders could choose (if 
desired) to operate IoT within the band. 
 
5G spectrum planning 


 
Finally, it is important that the European Commission (in consultation with the RSPG 


as appropriate) takes any necessary action to implement a technology neutral 


approach, as envisaged by its recent C-ITS Masterplan which highlights that the 


Commission will consider, where appropriate, making use of its mandate under the 


ITS Directive to adopt delegated act(s) by 2018… on ensuring a forward looking hybrid 


communication approach. CEPT ECC Decision (08)01 should also be updated as 


required. 


 





